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[bookmark: _Toc377393115]PART I:  OVERVIEW

· Federal Agency Name:  National Cancer Institute,  National Institutes Of Health, Department of Health & Human Services

· Funding Opportunity Title:  Cancer Genomics Cloud Pilots

· Announcement Type:  Initial Broad Agency Announcement (BAA)

· Funding Opportunity Number:  N01CO42400-80 

· Dates
· Posting Date:  January 13, 2014
· Frequently Asked Questions (FAQ’s) resulting from the Pre-Proposal Conference held on January 6, 2014, as well as from this BAA will be posted on a weekly basis at the following website:  http://cbiit.nci.nih.gov/ncip/nci-cancer-genomics-cloud-pilots. 
· Proposal Due Date:  February 27, 2014, 4:00 PM local time 

· Anticipated Individual Awards:  NCI estimates that up to three (3) cost type contracts may be issued. Awards are anticipated to be made on or about September 12, 2014. The total period of performance proposed shall be comprised of a base period and options and shall not exceed twenty-four (24) months.

· Small Business Set-Aside:  No

· Total Funding Available for Award:  The aggregate total cost (direct and indirect costs combined) for all combined awards is anticipated to be $20,000,000.  The total costs for each award may vary depending upon the scope and capacity of the technical objectives of each award.  All funding is subject to change due to government discretion and availability.

· Types of Instruments that May be Awarded:   The Government is considering multiple cost-reimbursement and/or cost-plus-fixed-fee contract awards.   As such, any Offeror selected for negotiations must demonstrate, prior to award, that its accounting system is adequate for administering a cost-type contract.  The amount of funding made available under this BAA will depend on the quality of the proposals received and the availability of funds. The Government reserves the right to select for negotiation all, some, one, or none of the proposals received in response to this BAA, as well as to make awards without discussions with Offerors. The Government also reserves the right to conduct discussions if it is later determined to be necessary.  Additionally, the Government reserves the right to accept proposals in their entirety or to select only portions of proposals for award.  In the event the NCI desires to award only portions of a proposal, negotiations may be opened with that Offeror.   Grant awards will NOT be made under this BAA.

· BAA Email: ncicloud@mail.nih.gov 
All email communications regarding this BAA should be addressed to ncicloud@mail.nih.gov to ensure timely exchange of information.   

· Contracting Officer: Lynne Darby, lynne.darby2@nih.gov, 301-846-1114

· Administrative Point of Contact: Scott Keasey, scott.keasey@nih.gov, 301-846-1115

· Technical POC: Anthony Kerlavage, anthony.kerlavage@nih.gov, 240.276.5190

· Proposal Submissions Mailing Address:

All proposals must be submitted in hard copy.

If mailed through the U.S. Postal Service, proposals must be addressed as follows:

Victoria Cunningham
National Cancer Institute (NCI)
Office of Acquisitions
9609 Medical Center Drive, Room 1E566, MSC 9705 
Bethesda, Maryland 20892-9705240-276-5440

If hand-delivered or delivered by an overnight service, proposals must be addressed as follows:

Victoria Cunningham
National Cancer Institute (NCI)
Office of Acquisitions
9609 Medical Center Drive, Room 1E566, MSC 9705
Rockville, Maryland 20850-9705
240-276-5440

· BAA Solicitation Website: http://fbo.gov, http://grants.nih.gov/grants/guide
NCI BAAs are posted on the Federal Business Opportunities (FBO) website (http://www.fbo.gov/) and the NIH Guide for Grants and Contracts website (http://grants.nih.gov/grants/guide). Amendments to this BAA, if any, will be posted to the websites listed above when they occur. Interested parties are encouraged to periodically check these websites for updates and amendments.  Potential Offerors are cautioned that the ONLY controlling document for this acquisition is the formal BAA and any subsequent amendments posted via FBO.gov. 

· Letter of Intent: For planning purposes, the Government requests all potential Offerors intending to propose to this BAA submit an email with the subject line: “Letter of Intent”, to ncicloud@mail.nih.gov no later than January 27, 2014. In your message please indicate the following information:
· Organization name
· Organization address
· Organization telephone number
· [bookmark: _Toc355608636][bookmark: _Toc375120073]Name and contact information of the Principal Investigator and Business Point of Contact.



[bookmark: _Toc377393116]PART II:  FULL TEXT OF ANNOUNCEMENT

[bookmark: _Toc355608637][bookmark: _Toc375120074][bookmark: _Toc377393117]FUNDING OPPORTUNITY DESCRIPTION

The following information is for those wishing to submit a proposal to this BAA. All responsible Offerors are invited to submit a proposal in accordance with the requirements of this BAA.  This BAA is being issued, and any resultant selection will be made, using procedures under Federal Acquisition Regulation (FAR) 35.016.  Any negotiations and/or awards will use procedures under FAR 15.4.  Proposals received as a result of this BAA shall be evaluated in accordance with evaluation criteria specified herein through a peer review process.  

A. [bookmark: _Toc377393118]Introduction/Background

The National Cancer Informatics Program (NCIP) supports NCI research initiatives through sustaining a multidisciplinary community of biomedical researchers, informaticists, and developers dedicated to improving informatics practices in the study of cancer and the translation of that knowledge into improved clinical interventions. The NCIP seeks to ensure that the cancer research community including NCI-designated cancer centers, the upcoming National Cancer Trials Network (NCTN), Specialized Programs of Research Excellence (SPORES), and individual scientists working in both intramural and extramural laboratories, have the necessary informatics capabilities to carry out their missions. To accomplish its goals, the NCIP engages in fostering community-driven open development of informatics capabilities designed to support specific research needs and providing access to well-described data collections to facilitate integrative cancer research. A critical element of the program is to maintain and extend informatics infrastructure and standards to improve interoperability among disparate information systems. The program also encourages collaborative relationships among researchers and provides training for the next generation of biomedical investigators to use informatics capabilities to accelerate biological discovery and clinical application.

The growth of large-scale DNA sequence data for cancer research and its routine use in translational science is rapidly out-stripping the required computational capacity for storage, processing, network transmission, and analysis. Groups ranging in size from single laboratories and investigators to large multi-institutional consortia are generating large-scale data at an exponential pace.  The ability to access and analyze genomic data and associated clinical annotations collected from various studies is critical to accelerating research and making new discoveries.  

Presently, investigators mine genomics data by locating and downloading data stored at a variety of locations, including project-specific repositories (e.g., The Cancer Genome Atlas (TCGA) and Therapeutically Applicable Research to Generate Effective Treatments (TARGET) Data Coordinating Centers, the Cancer Genomics Hub (CG-Hub), the National Center for Biomedical Informatics Sequence Read Archive (NCBI SRA), and/or International Cancer Genome Consortium (ICGC) repositories), often adding their own local data. They then compute over these data on local hardware using computational tools, many of which are locally developed and rapidly changing. This model has been successful for many years, but is becoming untenable given the enormous growth of biomedical data since the advent of large-scale scientific programs such as the Cancer Genome Atlas (TCGA) and Therapeutically Applicable Research to Generate Effective Treatments (TARGET) that use next generation sequencing technology. At its projected completion in 2014, it is expected that TCGA will generate approximately 2.5 Petabytes (PB) of data. The difficulties that are caused by such scale are three-fold:

1.	Maintaining local copies of data at this scale is not cost effective and will continue to increase in cost as the data is growing faster than Kryder’s Law 
2.	Providing computational capacity to analyze the data is similarly constrained
3.	Electronic transfer of data at this scale is not practical.

With regard to the final point, the 2.5 PB expected TCGA core data set would require weeks to months to download even if the organization that is transferring the data has access to point-to-point 10 Gigabit networks. Evidence from other NCI programs, as well as the results of a request for community input   sent to all NCI grantees and intramural researchers indicates that with less than 0.5 PB of TCGA data available, much of the NCI-supported research community is already computationally limited by financial constraints and IT (network, storage, and computing) issues that exceed the capacity of individual investigators and most institutions. 

Wider access to data and computational infrastructure utilizing new technological capabilities could potentially address these needs as well as offer an additional avenue for dynamic community engagement in biomedical research. Hence there is a critical need to support the exploration of alternate models to better facilitate broad-scale sharing and analysis of genomics datasets.

B. [bookmark: _Toc377393119]Project Description/Scope

The purpose of this BAA is to support the development of a new model for computational analysis of biological data that has the potential to address the challenges described above. This model (which has been articulated recently in a series of NCI Precision Medicine Workshops and publications by experts in the field of biomedical informatics) involves the creation of a set of data repositories with co-located computational capacity and an Application Programming Interface (API) that provides security and data access for developers of analytic tools. In this model, applications are brought to the data, rather than bringing the data to the applications. Such a “Cancer Genomics Cloud” has the potential to democratize access to NCI-generated genomic data and provide a more cost-effective way to provide computational support to the cancer research community. 

Towards this end, the NCI seeks to sponsor the development of multiple Cancer Genomics Cloud Pilots that will be available for use and testing by the scientific community as part of a competitive evaluation that will include technical benchmarking and cost analysis.   If successful, the NCI will consult with the cancer research community and relevant oversight committee(s) to define, and potentially construct, a production version of one or more of the pilot clouds, or a successor design informed by the results of the pilot evaluations. In spirit, and by design, this new initiative will be the first step toward the establishment of a full Cancer Knowledge Commons, along the lines called for in the National Academy report on Precision Medicine, and will be coordinated with The National Institutes of Health’s Big Data to Knowledge (BD2K) initiative and other relevant activities in large-scale data analysis.

C. [bookmark: _Toc377393120]Project Structure 

The Government anticipates award of up to three contracts in association with this BAA. Contracts for this acquisition will initially be awarded for a base period of six (6) months.  The expectation for the base period will be to deliver an initial design and development.  All deliverables required in this period are defined under post-award requirements contained herein.  The deliverables due during the base period will be evaluated and based on this evaluation options may be exercised for a nine (9) month Option Period 1. Deliverables required during Option Period 1 are defined under post-award requirements, contained herein.  In Option Period 1, awardees must complete their hosted instance of a Cancer Genomics Cloud Pilot that meets the Technical Objectives and the requirements in their proposed Statement of Work.  Upon successful completion of Option Period 1, Option Period 2 may be exercised. During this final nine (9) month period, awardees must complete the IT-SA&A process, after which NCI will evaluate the pilots and conduct a public evaluation of the implementations.

	Contract Period
	Duration
	Scope of Work

	Base Period
	6 months
	Initial Design and Development

	Option Period 1
	9 months
	Completion of Design, Development and Implementation

	Option Period 2
	9 months
	Operation and Evaluation 



D. [bookmark: _Toc377393121]Research and Technical Objectives 

The primary Research and Technical Objective (RTO) of the Cancer Genomics Cloud Pilot is to drive solutions to support the design, implementation, and documentation of a new model for computational analysis and sharing of very large biological data sets as well as learn about unforeseen obstacles. The ultimate goal is democratizing access to NCI-generated genomic data sets as well as providing sustainable computational support to the cancer research community. 

Pilot solutions are to overcome current data access limitations by bringing applications to the data rather than bringing the data to the applications. The models’ proposed could use commoditized cloud providers, private cloud providers, specialized hardware, and/or specialized configurations of commoditized hardware. The resulting pilots will enable authorized access to key NCI data sets as well as computing resources (i.e., storage, servers, high capacity networks). Key anticipated outcomes and benefits include the ability to:

· Enhance access to NCI-generated cancer data and tools;
· Take advantage of increases in compute efficiency and scalability;
· Accelerate bioinformatics tool development; 
· Serve researchers with limited or no high-performance computing access; 
· Better assess and optimize hardware needs and costs for future production system(s).

It is not in the scope of these Research and Technical Objectives to serve as a “data coordinating center” for NCI datasets.  Activities such as file processing, quality control, data harmonization (such as sequence realignments), and general provision of download and transfer services for these datasets will be provided by other dedicated solicitations/awards..
  
The technical objectives for this BAA are described below:

1. Core Data and Use Cases

Successful Cancer Genomics Cloud Pilot solutions must host a common core data set from The Cancer Genome Atlas (TCGA) project.  This core data set must include: 1) All TCGA DNA-Seq binary alignment (BAM) files; 2) All TCGA RNA-Seq FASTQ and BAM files; 3) All TCGA SNP array (.cel) files;  3) Somatic and germline mutation calls for each sample (.vcf and .maf files); and 4) All TCGA clinical data. In addition, to promote diversity across the Cloud Pilots must include at least one additional TCGA data set. A complete description of all TCGA data types and their access is available at https://tcga-data.nci.nih.gov/tcga/tcgaDataType.jsp. 

The TCGA data is currently stored at two specialized data centers, the Cancer Genomics Hub (CGHub) for lower level sequence data and associated metadata and the Data Coordination Center (DCC) for all other datatypes. CGHub (https://cghub.ucsc.edu) is a secure repository at the University of California Santa Cruz for storing, cataloging and accessing lower levels of sequence data such as sequences and alignments (i.e., BAM and FASTQ files), where they can be accessed by the research community. All of the TCGA sequence data on CGHub are under Controlled Access, meaning that user certification is required. Metadata are the exception, which are Open Access. All other genomic data (e.g., SNP6, array gene expression, methylation, sequence variant data) and all clinical data generated by TCGA are housed at the TCGA DCC.  Both the Open Access and Controlled Access data stored in the DCC are accessible to the community through the TCGA Data Portal (https://tcga-data.nci.nih.gov/). More information on the Open and Controlled Access data from TCGA is available at: https://tcga-data.nci.nih.gov/tcga/tcgaAccessTiers.jsp. Successful solutions are expected to operate in a collaborative environment with the current TCGA data centers and any future TCGA data center for obtaining the required data.

The stated formats for the core data sets are minimum requirements.  Solutions with innovative storage formats to support specialized compute-optimized needs are encouraged. 

The core mutation call data will be provided by the TCGA data centers. Solutions with additional mutation call methods that run these methods on the core TCGA sequencing data, provide resulting data through their cloud instance, and provide the methods to the TCGA data centers for re-use are encouraged, but not required.  

To facilitate community input about the data types and analyses that should be prioritized for the Cancer Genomic Cloud Pilots, NCI has conducted a Request for Information (RFI), implemented as a portal for community comment at http://ncicloud.ideascale.com.   Through this portal, individuals have commented and voted on use cases and data types they deem critical for the pilots.  Use of this information is encouraged, but not required in the development of proposed solutions.  

2. Architecture

A key technical objective is the exploration of alternative models to better facilitate broad-scale sharing and analysis of genomic data sets.  As such, the NCI does not anticipate placing substantive proscriptions on the architecture that is utilized to develop the Cloud Pilots. The only requirement is that NCI must be able to replicate the design using technology and services that are available on the standard commercial market (i.e. there are standard terms under which the service is offered to the Government or the public).

3. Computational Services

Cancer Genomics Cloud Pilots must provide end users with access to significant compute capacity to support the large-scale analytical capabilities anticipated for the core data set.  Importantly, solutions should consider support for diverse types of large-scale computing. Examples of computing modalities may include, but are not limited to big-graph analysis and large-scale statistical analysis. 

A key technical objective of the Cancer Genomics Cloud Pilots is a highly usable application programming interface (API) that is accessible by the technical members of the research community.  The interface must support services for data access as well as direct analysis and computation against the data store.  A set of core services – such as security, logging, and entitlements - must be jointly established by the Cloud Pilot awardees and implemented in each Cloud Pilot. The ability to initiate and terminate compute services capable of accessing a data store through programmatic interfaces is an important feature.

In addition to supporting analysis over core data sets described herein, Cloud Pilots must also provide users the ability to access cloud resources for the analysis of their own private data in conjunction with hosted data through the API(s). 

4. Analysis Capabilities

Cancer Genomics Cloud Pilot solutions must provide a set of query and analysis tools and/or workflows that will be utilized for their pilot implementation. In addition, awardees will be expected to work collaboratively to identify a common subset that will be implemented across all of the pilot implementations. Each pilot team must also implement analysis capabilities specific to the additional data type(s) and/or their expertise hosted in their cloud instance.  The analysis capabilities implemented must use the same API provided for community use. In addition to the query and analysis capabilities implemented, each Cloud Pilot must support users’ ability to securely run their own tools on the hosted cloud data using the API(s).  Clouds must therefore support tools developed in diverse coding languages.  It is encouraged, but not required to review community input at http://ncicloud.ideascale.com for priority use cases to support.  

5. Access and Security

The Cloud Pilots will be considered federal electronic information systems and as such, must meet the relevant federal regulations.  This includes adopting and implementing the policies, procedures, controls, and standards of the HHS Information Security Program to ensure the integrity, confidentiality, and availability of Federal Information and the Federal Information system.  The HHS Information Security Program is outlined in the HHS Information Security Program Policy, which is available on the HHS Office of the Chief Information Officer’s (OCIO) Website, http://www.hhs.gov/ocio/index.html.  This policy is in accordance with the Federal Information Security Management Act (FISMA).

The core data set defined for the pilots are categorized as Federal Information Management Security (FISMA) Low.  However, additional data types incorporated by individual pilots may elevate security requirements to FISMA moderate. Solutions must plan the system controls accordingly taking into consideration a Moderate categorization. The security requirements for these pilot implementations include, but are not limited to, preparation of an IT Security Plan, IT Risk Assessment, FIPS 199 Assessment, and performance of security control testing and evaluation.  The awardees will be responsible for attaining the Authority To Operate (ATO) from the relevant security officer.  

Protection of data in the Cancer Genomics Cloud Pilots must be consistent with that established for these data in the NCI CGHub, the TCGA DCC and any future data coordinating center.  Proposed solutions must address the requirement for pilot teams to attain the status of a Trusted Partner and maintain all restricted data within a controlled environment. The current NIH policy requires authentication of user access with the NIH authentication services for approved users, complying with systems security requirements, and implementing contingency procedures for incidents related to data management. 

Additionally, proposed solutions must demonstrate an understanding of FedRAMP requirements (http://www.fedramp.gov) and describe an approach for achieving compliance in the event of a production implementation. 

6. Scalability and Extensibility

Solutions must demonstrate knowledge and understanding of the current and future data size, complexity and computational capacity needs and plan the pilots accordingly. For the purpose of these Research and Technical Objectives, assume a starting core dataset size of 2.5 PB and compute services in the range of 1000-5000 nodes.  Solutions should consider increases in the range of 10- to 100-fold. As part of any design, solutions should provide an assessment of operational costs for the proposed pilot including a projection of costs for the proposed scale-up that meets the anticipated future needs.  

The proposed design should describe how the system could be extended - without major refactoring - to support other data types beyond the core plus additional data sets scoped for the pilot implementations.

7. Data Standards

To support a long term goal of interoperability among the clouds and computations that span one or more clouds, it is important that data in the Cancer Genomic Cloud Pilots be represented using standard formats, data elements, and vocabularies.  Proposals must describe how teams will work collaboratively with one another, with the TCGA data coordinating centers, and with the NCI staff to define the appropriate standards for raw and processed data that will be commonly applied across these resources.  For each pilot, the information model must be described, discoverable and reusable to ensure that the community has shared understanding of the meaning of data to develop and share analytical tools. 

8. Other Considerations

Cancer Genomics Cloud Pilot solutions must demonstrate how they will work collaboratively with one another, and with the NCI staff in designing, building and evaluating the Cloud Pilots. Although not required, additional features above and beyond the needs described within this Research and Technical Objectives are encouraged.  These considerations should be based on demonstrable community need, either from the RFI or other reliable sources, and be able to be implemented with best value to the government.

E. [bookmark: _Toc377393122]Schedule/Milestones 

The awardee must provide for and maintain effective communications with any subcontractors, the Contracting Officer’s Representative (COR) and the Contracting Officer (CO) as necessary to implement their proposed SOW, including periodic teleconferences, as indicated below, with the COR and CO to discuss technical aspects of ongoing activities, anticipated problems, obstacles, proposed approaches to solve problems, and overcome challenges. The contractor must plan for the following meetings:

· Post award Contract Initiation Meeting (virtual);
· Monthly meeting (virtual);
· Regular on-site meetings at contractor facilities with the COR and such other experts as needed by the COR to assess progress;
· Quarterly on-site meetings at the NCI facilities;
· Ad hoc meetings as required.

For proposal preparation purposes Offerors should assume 10 instances of travel to various meetings at NCI Shady Grove, Rockville, MD, 20850.

F. [bookmark: _Toc377393123]Reporting Requirements and Deliverables 

1. Submission of Reports

Format of Cover page:  All reports shall be submitted in Contractor format, but include a cover page containing the following information:

· Contract Number and Project Title
· Title of Report
· Period of Performance Being Reported
· Contractor’s Name and Address
· Author(s)
· Date of Submission
· Delivery Address

Type and Number of Copies:  

· Electronic Copy to COR and Contracting Officer
· 1 Original Hard Copy to Contracting Officer

2. Technical Progress Reports

a. Monthly Progress Report

This report shall include a description of the activities during the reporting period and the activities planned for the ensuing reporting period.  The first reporting period consists of the first full month of performance plus any fractional part of the initial month. Thereafter, the reporting period shall consist of each calendar month.  Reports are due on or before the 10th calendar day of the month.

In addition, the contractor shall provide monthly Earned Value Reporting.   The Earned Value Reporting requirements for the purposes of this acquisition shall be similar to, but will NOT require compliance with, ANSI/EIA Standard 748, OMB Circular A-11, FAR 34.2, and HHSAR 334.2. The Contractor shall provide, as part of the Monthly Progress Report, monthly Earned Value Reports after the issuance of the contract award.   Earned Value Reporting requirements shall be applied to subcontractors using the same rules as applied to the prime contractor. 

The Monthly Earned Value Reports shall include analysis and reporting comprising the following elements: 

1. Budget at Completion (BAC) 
2. Budgeted Cost for Work Performed (BCWP – also known as Earned Value (EV))
3. Actual Cost for Work Performed (ACWP) 
4. Budgeted Cost for Work Scheduled (BCWS – also known as Planned Value (PV))
5. Estimate at Completion (EAC)
6.  Schedule Variance (SV)
7.  Cost Variance (CV)
8.  Schedule Efficiency (SPI)
9.  Cost Efficiency (CPI)

Current period values and cumulative values for data, variances, efficiencies, indices, and forecasts shall be provided in numerical format showing values AND in graphical format showing trends.  Causal analysis shall be conducted on any variances. Each month a summary of variance causes for that reporting period and variance causes to date shall be provided. The summary shall include a breakdown of causes that identifies: 

· Size of the variance by cause (some variances may have multiple causes) 
· Corrective actions either taken or recommended in reaction to the variance 
· Success or expected success of any corrective actions 
· Recommended changes to the project that might prevent the causes, mitigate the impacts, and/or provide remediation in terms of each variance. 

b. Period of Performance Completion Report

This report is to include a summation of the work performed and the results obtained for the each contract period of performance. This report shall be in sufficient detail to describe comprehensively the results achieved.

c. Final Project Completion Report 

This report is to include a summation of the work performed and the results obtained for the entire contract period of performance. This report shall be in sufficient detail to describe comprehensively the results achieved.  The Contractor shall submit, with the Final Report, a summary (not to exceed 250 words) of salient results achieved during the performance of the contract. 

d. Source Code and Binaries 

Unless otherwise specified, the Contractor shall deliver to the Government, per the delivery schedule, all source code and binaries developed, modified, and/or enhanced under any resultant contract. 

e. HHS Enterprise Performance Life Cycle (EPLC) Requirements
The Offeror will provide the following deliverables in compliance with the EPLC requirements. The Offeror will be provided reporting templates at the time of finalization of the Statement of Work. These deliverables will be submitted as per the negotiated delivery schedule.

i. Requirements Document

ii. Use Case Definition Document

iii. Design Plan

iv. Project Implementation Plan –The plan must include a Risk Management Plan and a Communications Plan.

v. Project Schedule

vi. Test Plan

vii. Test Report

f. User and Implementation Documentation
In addition to the hosted instance, the selected teams must deliver sufficient documentation of the prototype to support end-users and administrators of the system and to allow independent implementation of the final prototype.

3. Additional Technical Deliverables and Reporting Requirements

a. Operations Metrics Plan

A Contactor-created plan that includes the description of metrics that will be collected during the Operations and Evaluations Period for assessing usage, performance, uptime, and other relevant metrics. The Government will evaluate and approve this plan to be utilized for the Metrics Reports.

b. Metrics Report

The Offeror must provide periodic reports of the metrics collected in accordance with the delivery schedule. 

c. Hosted Cancer Cloud Prototype

Selected Offerors will instantiate the hosted instance of a Cancer Genomics Cloud prototype as a deliverable such that it meets the requirements detailed in the Research and Technical Objectives section of this BAA and the proposed Statement of Work. Delivery must include a report summarizing the content and technical features of the system (as defined in the proposed Statement of Work) and administrator-level access for the Contracting Officer’s Representative. 

d. Operational Costs Report

The selected Offerors must provide an assessment of operational costs including a projection of cost for scaled-up infrastructure as outlined in the technical objectives in this BAA as well as the proposed Statement of Work. The report must take into consideration and describe scalability and extensibility plans for which the costs have been estimated. 

e. Evaluation Plan

This deliverable must outline plans that include community engagement as described in the Offeror’s proposed Technical Volume. 

f. Trusted Partner Status Certificate

The certificate for attaining a NIH Trusted Partner Status in order to be able to redistribute any controlled data sets. 

g. Transition Plan

Offerors must plan and implement an orderly and efficient transition to a subsequent contractor or to the Government, by the expiration date of the contract, including a comprehensive inventory of all the data and resources and the transfer all other relevant equipment, databases, software applications, SOP’s, algorithms, technologies and other resources generated and/or purchased under this contract.

4. Other Reports and Deliverables

Other Reports and Deliverables may be required as outlined below.  This may include special reports required by regulation or policy and interim deliverables, and/or documentation, etc. These will be finalized in the Statement of Work during negotiations.  

a. Information Security and Physical Access Reporting Requirements

i. Roster of Employees Requiring Suitability Investigations
This report requires submission of a roster, by name, position, e-mail address, phone number and responsibility, of all staff (including subcontractor staff) working under the contract who will develop, have the ability to access, or host and/or maintain a Federal information system(s). The roster shall be submitted to the Contracting Officer's Representative (COR), with a copy to the Contracting Officer, within 14 calendar days of the effective date of any contract. Reporting New and Departing Employees will be provided thereafter along with each Monthly Status Report.

ii. Employees Non-disclosure Agreements
Each employee, including subcontractors, having access to non-public Department information under this acquisition shall complete the Commitment to Protect Non-Public Information – Contractor Employee Agreement.  A copy of each signed and witnessed Non-Disclosure agreement shall be submitted to the COR and CO prior to performing any work under this acquisition.

iii. Online Security Awareness Training
Any contractor employees having access to: (1) Federal information or a Federal information system or (2) personally identifiable information (PII), shall complete the NIH Information Security Awareness Training course at http://irtsectraining.nih.gov/publicUser.aspx before performing any work under contract.  Thereafter, contractor employees having access to the information identified above shall complete an annual NIH-specified refresher course during the life of any contract.  Awardees shall also ensure subcontractor compliance with this training requirement.

b. IT Security Assessment and Accreditation (IT-SA&A)
In accordance with HHSAR Clause 352.239-72, Security Requirements For Federal Information Technology Resources, awardees will be required to submit written proof to the Contracting Officer that an IT-SA&A was performed as per the delivery schedule. Awardees will be required to perform an annual security control assessment and provide to the Contracting Officer verification that the IT-SA&A remains valid.  The following deliverables follow from the SA&A process.  

i. IT Security Plan (IT-SP)
In accordance with HHSAR Clause 352.239-72, Security Requirements For Federal Information Technology Resources, awardees will be required to submit the IT-SP as per the delivery schedule. The IT-SP shall be consistent with, and further detail the approach to, IT security contained in the Offeror’s proposal. The IT-SP shall describe the processes and procedures that the awardee will follow to ensure appropriate security of IT resources that are developed, processed, or used under this contract. If the IT-SP only applies to a portion of the contract, the Contractor shall specify those parts of the contract to which the IT-SP applies.

The Contractor shall review and update the IT-SP in accordance with NIST SP 800-26, Security Self-Assessment Guide for Information Technology Systems and FIPS 200, on an annual basis. 

ii. IT Risk Assessment (IT-RA)
In accordance with HHSAR Clause 352.239-72, Security Requirements For Federal
Information Technology Resources, awardees will be required to submit the IT-RA as per the delivery schedule. The IT-RA shall be consistent, in form and content, with NIST SP 800-30, Risk Management Guide for Information Technology Systems, and any additions or augmentations described in the HHS-OCIO Information Systems Security and Privacy Policy. Awardees will be required to update the IT-RA on an annual basis. 

iii. FIPS 199 Assessment
In accordance with HHSAR Clause 352.239-72, Security Requirements For Federal Information Technology Resources, awardees will be required to submit a FIPS 199 Assessment as per the delivery schedule. The FIPS 199 Assessment shall be consistent with the cited NIST standard. 

iv. Privacy Impact Assessment (PIA)
Titles II and III of the E-Government Act of 2002 require that agencies evaluate systems that collect personally identifiable information (PII) to determine that the privacy of this information is adequately protected. The mechanism by which agencies perform this assessment is a privacy impact assessment (PIA). 

v. E-Authentication Threshold Analysis/Risk Assessment

vi. IT Contingency Plan

vii. IT Contingency Plan Test and Results Analysis

viii. IT Security Control Assessment Testing and Evaluation Report (SAR)

ix. Plan of Actions and Milestones (POA&M)

x. Authority to Operate Letter (NCI-ATO)

c. Section 508 Report
Awardees will be required to submit an annual Section 508 report. The Section 508 Report Template and Instructions for completing the report are available at: http://www.hhs.gov/od under "Vendor Information and Documents." 




5. Delivery Schedule

Delivery of other reports and deliverables will be proposed by the Offerors in their technical proposal.  These will be finalized with awardees during negotiations.  

	Deliverable Name
	BAA Section
	Submission Requirement

	Monthly Progress Report
	F.2.a.
	Deliver 10 calendar days after completion of the month.

	Period of Performance Completion Report
	F.2.b.
	Deliver on the last day of the contract period.  The report for the Option Period 2 can be combined with the Project Completion Report.

	Final Project Completion Report
	F.2.c.
	Deliver by the final day of completion of contact 

	Source Code and Binaries
	F.2.d.
	Code developed as part of this contract must be managed in a publicly-available source code repository

	Requirements Document
	F.2.e.i.
	Deliver initial document within 30 calendar days of contract award; updated monthly through the end of Option Period 1. 

	Use Case Definition Document
	F.2.e.ii.
	Deliver initial document within 30 calendar days of contract award; updated monthly through the end of Option Period 1.

	Design Plan
	F.2.e.iii.
	Deliver initial document within 90 calendar days of contract award; updated monthly through the end of Option Period 1.

	Project Implementation Plan
	F.2.e.iv.
	Deliver initial document within 30 calendar days of exercise of Option Period 1; updates with the Monthly Progress Report

	Project Schedule
	F.2.e.v.
	Deliver initial schedule within 30 calendar days of initial contract award and updates with Monthly Progress Report

	Test Plan
	F.2.e.vi.
	Deliver initial document within 30 calendar days of contract award; updated monthly through the end of Option Period 1.

	Test Report
	F.2.e.vii.
	Deliver with Monthly Progress Report in both Option Periods 

	User and Implementation Documentation
	F.2.f.
	Deliver initial document 45 calendar days prior to the end of Option Period 1; updated monthly through the end of Option Period 2.

	Operations Metrics Plan
	F.3.a.
	Deliver initial document with the first Monthly Report in Option Period 1, updated monthly through the end of Option Period 1.

	Metrics Report
	F.3.b.
	Deliver weekly in Option Period 2

	Hosted Cancer Cloud Prototype
	F.3.c.
	Deliver no less than 45 calendar days prior to the end of Option Period 1.  

	Operational Costs Report
	F.3.d.
	Deliver initial document no less than 60 calendar days prior to the end of Option Period 1; updated through the end of Option Period 2.  

	Evaluation Plan
	F.3.e.
	Deliver initial plan within the proposal and Final as attachment to the Implementation Plan

	Trusted Partner Status Certificate
	F.3.f.
	Deliver within the Base Period.

	Transition Plan
	F.3.g.
	Deliver initial document with the first monthly report of Option Period 2, updated as needed through the end of the contract.  

	Roster of Employees Requiring Suitability Investigations
	F.4.a.i.
	Deliver initial document within14 calendar days of the effective date of any contract and updates to new and departing employees with each Monthly Progress Report.

	Employees Non-disclosure Agreements
	F.4.a.ii.
	Deliver with the first Monthly Progress Report; updates as needed with the Monthly Progress Report.

	Online Security Awareness Training
	F.4.a.iii.
	Provide certification of training completion for all staff with the first Monthly Progress Report.

	IT Security Plan (IT-SP)
	F.4.b.i.
	Deliver initial document with the SOW and revised within 30 calendar days of award; update as required during contract period. 

	IT Risk Assessment (IT-RA)
	F.4.b.ii.
	Deliver initial document within 90 calendar days of contract award; updated as needed throughout the contract

	FIPS 199 Assessment 
	F.4.b.iii.
	Deliver initial document with the SOW and final within 30 calendar days of award.

	Privacy Impact Assessment
	F.4.b.iv.
	Deliver no later than 60 calendar days from award.

	E-Authentication Threshold Analysis/Risk Assessment
	F.4.b.v.
	Deliver no later than 60 calendar days from award.

	IT Contingency Plan
	F.4.b.vi.
	Deliver initial document with the first monthly report; update as needed though the end of Option 1. 

	IT Contingency Plan Test and Results Analysis
	F.4.b.vii.
	Deliver with final ATO.

	IT Security Control Assessment Testing and Evaluation Report (SAR)
	F.4.b.viii.
	Deliver with final ATO.

	Plan of Actions and Milestones POA&M
	F.4.b.ix.
	Deliver with final ATO.

	Authority to Operate Letter (NCI-ATO)
	F.4.b.x.
	Deliver no later than 90 calendar days from the start of Option Period 2. 

	Section 508 Report
	F.4.c.
	Deliver initial report within 30 calendar days of initial launch of pilot and then provide updates as attachments to the Monthly Progress Reports.


G. [bookmark: _Toc377393124]Government-Furnished Property (Equipment/Information/Data) 

It is expected that Government property will be required by awardees during contract performance.  A list of this property will be included in any Contract as needed or required at time of award.

Pre-award data: To aid the Offerors in evaluating the data types required for this BAA, instructions for how to obtain exemplar data available through pubic websites are provided in the Technical Proposal Instructions.  This section  includes instructions for obtaining 1) Exemplar DNA-Seq, FASTQ, and binary alignment (BAM) files, (whole genome sequence and whole exome sequence); 2) Exemplar RNA-Seq BAM files; 3) Exemplar SNP array .cel files;  3) Exemplar somatic and germline mutation calls  (.vcf and .maf files ); and 4) TCGA clinical data.

Post-award data: Awardees will be directed to obtain data from cgHUB (for sequence data) and the TCGA Data Coordinating Center (for all other TCGA data types).   Awardees will be required to obtain authorization to access the protected TCGA data and– government staff will assist with achieving this in a timely manner. Given the extreme volume of data, awardees will be directed to begin transferring data immediately upon award.  As new data is made available through these sources, awardees will be required to get data updates regularly throughout the project.  Awardees will be required to achieve Trusted Partner status during the course of the project in order to make the data available to community during Option period 2.

H. [bookmark: _Toc377393125]Intellectual Property/Data Rights 

The prime contractor must meet the intellectual property requirements of this BAA, as outlined in the Research and Technical Objectives. These are non-negotiable; therefore it is critical that the Offeror has the ability to meet these requirements prior to award (see Other Eligibility Requirements Section III.C.)

All data, documentation and software delivered under any resulting contract will be delivered with unlimited rights as set forth in FAR 52.227-14 for the Government. All software developed under this BAA must be released under an approved non-viral open source license in accordance with FAR 52.227-17. To clarify, the software must be released under an Open Source Initiative-approved, non-viral, open source license. See http://opensource.org/licenses

Inventions are the result of intellectual input which cannot be determined in advance. While Bayh-Doyle may not apply to inventions under these anticipated contracts, FAR 52.227-11 clearly documents the rights and obligations of the Contractor and Government with respect to inventions. 

To the extent that an Offeror intends to use or include commercial products in its designs, the products must be available both to the Government and the public through standard commercial terms.

I. [bookmark: _Toc377393126]Security Requirements

This acquisition requires all awardees to:

· Develop, have the ability to access or host and/or maintain Federal information and/or Federal information system(s).

· Access, or use, Personally Identifiable Information (PII), including instances of remote access to or physical removal of such information beyond agency premises or control.

· Have regular or prolonged physical access to a “Federally-controlled facility,” as defined in FAR Subpart 2.1.

Awardees and any subcontractors performing under any contracts resultant from this BAA shall comply with the following requirements:

1. Information Type 
			
		Mission Based Information:
		Health Care Research and Practitioner Education Information

2. Security Categories and Levels

Confidentiality		Level:	[  ] Low		[X] Moderate		[  ] High
Integrity 		Level:	[  ] Low		[X] Moderate 		[  ] High	
Availability		Level:	[X] Low	[  ] Moderate		[  ] High	
Overall		Level:	[  ] Low	[X] Moderate 		[  ] High

3. Position Sensitivity Designations

The following sensitivity level(s), clearance type(s), and investigation requirements apply to this contract:

		Level 5:  Public Trust - Moderate Risk.  Contractor/subcontractor employees assigned to Level 5 positions with no previous investigation and approval shall undergo a Suitability Determination and a Minimum Background Investigation (MBI), or a Limited Background Investigation (LBI).

Awardees will be required to submit a roster by name, position, e-mail address, phone number and responsibility, of all staff (including subcontractor staff) working under this acquisition where the Contractor will develop, have the ability to access, or host and/or maintain a federal information system(s). The roster shall be submitted to the COR, with a copy to the Contracting Officer, within 14 calendar days of the effective date of this contract. Any revisions to the roster as a result of staffing changes shall be submitted within 15 calendar days of the change.  The Contracting Officer will notify Awardees of the appropriate level of investigation required for each staff member.  An electronic template, "Roster of Employees Requiring Suitability Investigations," is available for contractor use at:
https://ocio.nih.gov/aboutus/publicinfosecurity/acquisition/Documents/SuitabilityRoster_10-15-12.xlsx

Suitability Investigations are required for contractors who will need access to NIH information systems and/or to NIH physical space.  However, contractors who do not need access to NIH physical space will not need an NIH ID Badge. Each contract employee needing a suitability investigation will be contacted via email by the NIH Office of Personnel Security and Access Control (DPSAC) within 30 days.  The DPSAC email message will contain instructions regarding fingerprinting as well as links to the electronic forms contract employees must complete.

Additional information can be found at the following website:  

http://idbadge.nih.gov/background/index.asp 

Awardees and any subcontractor employees will be required to comply with the conditions established for their designated position sensitivity level prior to performing any work under any resultant contract.   

4. Information Security Training

a. Mandatory Training
All employees having access to (1) Federal information or a Federal information system or (2) personally identifiable information, shall complete the NIH Information Security Awareness Training course at http://irtsectraining.nih.gov/ before performing any work under this contract.  Thereafter, employees having access to the information identified above shall complete an annual NIH-specified refresher course during the life of this contract.  The Contractor shall also ensure subcontractor compliance with this training requirement.

b. Role-based Training
HHS requires role-based training when responsibilities associated with a given role or position, could, upon execution, have the potential to adversely impact the security posture of one or more HHS systems.  Read further guidance at: Secure One HHS Memorandum on Role-Based Training Requirement“
For additional information see the following: https://ocio.nih.gov/aboutus/publicinfosecurity/securitytraining/Pages/rolebasedtraining.aspx

The Contractor shall maintain a list of all information security training completed by each contractor/subcontractor employee working under this contract.  The list shall be provided to the COR and/or Contracting Officer upon request.

c. Rules of Behavior
The Contractor shall ensure that all employees, including subcontractor employees, comply with the NIH Information Technology General Rules of Behavior, which are available at http://irtsectraining.nih.gov/FYR/0301010_BehaviorRules.aspx. 

d. Personnel Security Responsibilities
i. The Contractor shall notify the Contracting Officer, COR, and I/C ISSO per the delivery schedule when a new employee assumes a position that requires a suitability determination or when an employee with a suitability determination or security clearance stops working under this contract.  The Government will initiate a background investigation on new employees requiring suitability determination and will stop pending background investigations for employees that no longer work under this acquisition.
ii. The Contractor shall provide the COR with the name, position title, e-mail address, and phone number of all new contract employees working under the contract and provide the name, position title and suitability determination level held by the former incumbent.  If the employee is filling a new position, the Contractor shall provide a position description and the Government will determine the appropriate suitability level.
iii. The Contractor shall provide the COR with the name, position title, and suitability determination level held by or pending for departing employees. Perform and document the actions identified in the Contractor Employee Separation Checklist (attached) when a Contractor/subcontractor employee terminates work under this contract.  All documentation shall be made available to the COR and/or Contracting Officer upon request.

e. Commitment to Protect Non-Public Departmental Information and Data
i. Contractor Agreement
The Contractor, and any subcontractors performing under this contract, shall not release, publish, or disclose non-public Departmental information to unauthorized personnel, and shall protect such information in accordance with provisions of the following laws and any other pertinent laws and regulations governing the confidentiality of such information:
· 18 U.S.C. 641 (Criminal Code: Public Money, Property or Records)
· 18 U.S.C. 1905 (Criminal Code: Disclosure of Confidential Information)
· Public Law 96-511 (Paperwork Reduction Act)
ii. Contractor Employee Non-Disclosure Agreement
Each employee, including subcontractors, having access to non-public Department information under this acquisition shall complete the Commitment to Protect Non-Public Information – Contractor Employee Agreement  A copy of each signed and witnessed Non-Disclosure agreement shall be submitted to the COR prior to performing any work under this acquisition.

f. NIST SP 800-53 Assessment
[bookmark: OLE_LINK5][bookmark: OLE_LINK6]This contract requires the Contractor to develop, host, and/or maintain a Federal information system at the Contractor’s or any subcontractors’ facility.  The Contractor shall submit an annual information security assessment using NIST SP 800-53, Recommended Security Controls for Federal Information Systems.  The assessments shall be due annually within 30 days after the anniversary date of the contract, with the final assessment due at contract completion.  The assessments shall be based on the Federal IT Security Assessment Framework and NIST SP 800-53 at:

NIST SP 800-53, Rev. 3
http://csrc.nist.gov/publications/nistpubs/800-53-Rev3/sp800-53-rev3-final_updated-errata_05-01-2010.pdf 
Annex 1: Baseline Security Controls for Low-Impact Information Systems
http://csrc.nist.gov/publications/nistpubs/800-53-Rev3/800-53-rev3-Annex1_updated_may-01-2010.pdf  
Annex 2: Baseline Security Controls for Moderate-Impact Information Systems
http://csrc.nist.gov/publications/nistpubs/800-53-Rev3/800-53-rev3-Annex2_updated_may-01-2010.pdf  
Annex 3: Baseline Security Controls for High-Impact Information Systems
http://csrc.nist.gov/publications/nistpubs/800-53-Rev3/800-53-rev3-Annex3_updated_may-01-2010.pdf  

The Contractor shall ensure that all of its subcontractors (at all tiers), where applicable, comply with the above reporting requirements.

g. IT Security Plan (IT-SP)
The Contractor shall update the acceptable IT-SP submitted in their proposal every three years following the effect date of the contract or when a major modification has been made to its internal system.  One copy each shall be submitted to the COR and Contracting Officer. 

h. Loss and/or Disclosure of Personally Identifiable Information (PII) – Notification of Data Breach
 
The Contractor shall report all suspected or confirmed incidents involving the loss and/or disclosure of PII in electronic or physical form.  Notification shall be made to the NIH Incident Response Team via email (IRT@mail.nih.gov) within one hour of discovering the incident.  The Contractor shall follow-up with IRT by completing and submitting one of the following two forms within three (3) work days:
NIH PII Spillage Report: http://ocio.nih.gov/docs/public/PII_Spillage_Report.doc 
NIH Lost or Stolen Assets Report: http://ocio.nih.gov/docs/public/Lost_or_Stolen.doc
	
i. Data Encryption
The following encryption requirements apply to all laptop computers containing HHS data at rest and/or HHS data in transit.  The date by which the Contractor shall be in compliance will be set by the COR, however, device encryption shall occur before any sensitive data is stored on the laptop computer/mobile device, or within 45 days of the start of the contract, whichever occurs first.

i. The Contractor shall secure all laptop computers used on behalf of the government using a Federal Information Processing Standard (FIPS) 140-2 compliant whole-disk encryption solution.  The cryptographic module used by an encryption or other cryptographic product must be tested and validated under the Cryptographic Module Validation Program to confirm compliance with the requirements of FIPS PUB 140-2 (as amended).  For additional information, refer to http://csrc.nist.gov/cryptval.

ii. The Contractor shall secure all mobile devices, including non-HHS laptops and portable media that contain sensitive HHS information by using a FIPS 140-2 compliant product.  Data at rest includes all HHS data regardless of where it is stored.

iii. The Contractor shall use a FIPS 140-2 compliant key recovery mechanism so that encrypted information can be decrypted and accessed by authorized personnel.  Use of encryption keys which are not recoverable by authorized personnel is prohibited.  Key recovery is required by “OMB Guidance to Federal Agencies on Data Availability and Encryption”, November 26, 2001, http://csrc.nist.gov/drivers/documents/ombencryption-guidance.pdf. 

Encryption key management shall comply with all HHS and NIH policies (http://intranet.hhs.gov/infosec/docs/guidance/hhs_standard_2007.pdf) and shall provide adequate protection to prevent unauthorized decryption of the information.

All media used to store information shall be encrypted until it is sanitized or destroyed in accordance with NIH procedures.  Contact the NIH Center for Information Technology for assistance, http://cit.nih.gov/ServiceCatalog/Services.htm?ServiceID=145.

j. Physical Access Security

In accordance with OMB Memorandum M-05-24, the Contractor shall ensure that background investigations are conducted for all contractor/subcontractor personnel who have (1) access to sensitive information, (2) access to Federal information systems, (3) regular or prolonged physical access to Federally-controlled facilities, or (4) any combination thereof.  OMB Memorandum M-05-24 is available at http://www.whitehouse.gov/omb/memoranda/fy2005/m05-24.pdf.  Agency personal identification verification policy and procedures are identified below:
HHS Office of Security and Drug Testing, Personnel Security/Suitability Handbook (02-01-05):  www.hhs.gov/asa/ohr/manual/files/98_1.doc
		
k. Vulnerability Scanning Requirements

This acquisition requires the Contractor to host an NIH webpage or database.  The Contractor shall conduct periodic and special vulnerability scans, and install software/hardware patches and upgrades to protect automated federal information assets.  The minimum requirement shall be to protect against vulnerabilities identified on the SANS Top-20 Internet Security Attack Targets list ( http://www.sans.org/top20/?ref=3706#w1 ).  The Contractor shall report the results of these scans to the COR on a monthly basis, with reports due 10 calendar days following the end of each reporting period.  The Contractor shall ensure that all of its subcontractors (at all tiers), where applicable, comply with the above requirements.

l. Common Security Configurations 
i. The Contractor shall ensure new systems are configured with the applicable Federal Desktop Core Configuration (FDCC) (http://nvd.nist.gov/fdcc/download_fdcc.cfm) and applicable configurations from http://checklists.nist.gov, as jointly identified by the Operating Division (OPDIV)/Staff Division (STAFFDIV) Contracting Officer’s Representative (COR) and the Chief Information Security Officer (CISO).
ii. The Contractor shall ensure hardware and software installation, operation, maintenance, update, and/or patching will not alter the configuration settings specified in: (a) the FDCC (http://nvd.nist.gov/fdcc/index.cfm); and (b) other applicable configuration checklists as referenced above. 
iii. The Contractor shall ensure applications are fully functional and operate correctly on systems configured in accordance with the above configuration requirements.  
iv. The Contractor shall ensure applications designed for end users run in the standard user context without requiring elevated administrative privileges. 
v. [bookmark: OLE_LINK3][bookmark: OLE_LINK4]Federal Information Processing Standard 201 (FIPS-201)-compliant, Homeland Security Presidential Directive 12 (HSPD-12) card readers shall: (a) be included with the purchase of servers, desktops, and laptops; and (b) comply with FAR Subpart 4.13, Personal Identity Verification.
vi. The Contractor shall ensure that all of its subcontractors (at all tiers) comply with the above requirements. 

m. Special Information Security Requirements for Foreign Contractors/Subcontractors
When foreign contractors/subcontractors perform work under this acquisition at non-US Federal Government facilities, provisions of HSPD-12 do NOT apply.

n. Information Security Including Personally Identifiable Information: https://ocio.nih.gov/aboutus/publicinfosecurity/acquisition/Pages/ReferencesInformationSecurity.aspx
	
o. [bookmark: OLE_LINK1][bookmark: OLE_LINK2]Physical Access Security
https://ocio.nih.gov/aboutus/publicinfosecurity/acquisition/Pages/ReferencesPhysicalAccessSecurity.aspx
J. [bookmark: _Toc377393127] Institutional Responsibility Regarding Investigator Conflicts of Interest

45 CFR Part 94 promotes objectivity in research by establishing standards to ensure there is no reasonable expectation that the design, conduct, or reporting of research to be performed under NIH contracts will be biased by any conflicting financial interest of an Investigator. The Institution shall comply with all requirements of 45 CFR Part 94 at:
http://www.ecfr.gov/cgi-bin/text-idx?c=ecfr&SID=0af84ca649a74846f102aaf664da1623&rgn=div5&view=text&node=45:1.0.1.1.51&idno=45.


[bookmark: _Toc355608638][bookmark: _Toc375120076][bookmark: _Toc377393128]AWARD INFORMATION
A. [bookmark: _Toc355608639][bookmark: _Toc375120077][bookmark: _Toc377393129]Awards

The Government is considering multiple cost-reimbursement and/or cost-plus-fixed-fee contract awards.   The level of funding for individual awards made under this BAA has not been predetermined and will depend on the quality of the proposals received and the availability of funds. The total funding for each award may vary depending upon the scope and capacity of the technical objectives of each award.   Awards will be made to Offerors whose proposals are determined to be the most advantageous and provide the best value to the Government, all factors considered, including the potential contributions of the proposed work, overall funding strategy, and availability of funding. 

The Government reserves the right to:  
· select for negotiation all, some, one, or none of the proposals received in response to this BAA;
· make awards without discussions with Offerors;
· conduct discussions with Offerors if it is later determined to be necessary;  
· segregate portions of resulting awards into pre-priced options;
· accept proposals in their entirety or to select only portions of proposals for award;
· request additional documentation (e.g., representations and certifications); and
· remove Offerors from award consideration should the parties fail to reach agreement on award terms within a reasonable time or the Offeror fails to provide requested additional information in a timely manner.


[bookmark: _Toc355608641][bookmark: _Toc375120078][bookmark: _Toc377393130]ELIGIBILITY INFORMATION

A. [bookmark: _Toc355608642][bookmark: _Toc375120079][bookmark: _Toc377393131]Eligible Applicants

All responsible sources capable of satisfying the Government's needs may submit a proposal that shall be considered by NCI. To be eligible for award, a prospective recipient must meet certain eligibility requirements pertaining to capabilities. These include, but are not limited to, the Mandatory Qualification Criteria outlined herein.

1. [bookmark: _Toc257978717][bookmark: _Toc269933693][bookmark: _Toc271735815][bookmark: _Toc278178764][bookmark: _Toc282774677]Federally Funded Research and Development Centers (FFRDCs) and Government Entities
(e.g., Government/National laboratories, military educational institutions, etc.) are subject to applicable direct competition limitations and cannot propose to this BAA in any capacity unless the following conditions are met.

· FFRDCs must clearly demonstrate that the proposed work is not otherwise available from the private sector and must provide a letter on official letterhead from their sponsoring organization citing the specific authority establishing the FFRDC’s eligibility to propose to Government solicitations and compete with industry, and compliance with the terms and conditions in the associated FFRDC sponsor agreement.  This information is required for FFRDCs proposing as either prime contractors or subcontractors. 
· Government entities must clearly demonstrate that the proposed work is not otherwise available from the private sector and provide documentation citing the specific statutory authority (and contractual authority, if relevant) establishing their eligibility to propose to Government solicitations. 

At the present time, NCI does not consider 15 USC § 3710a to be sufficient legal authority to show eligibility.  For some entities, 10 USC § 2539b may be the appropriate statutory starting point; however, specific supporting regulatory guidance, together with evidence of agency approval, will still be required to fully establish eligibility.

NCI will consider eligibility submissions on a case-by-case basis; however, the burden to prove eligibility for all team members rests solely with the Offeror.

2. [bookmark: _Toc257978718][bookmark: _Toc269933694][bookmark: _Toc271735816][bookmark: _Toc278178765][bookmark: _Toc282774678]Foreign Participation. Non-U.S. organizations and/or individuals may participate to the extent that such participants comply with any necessary nondisclosure agreements, security regulations, export control laws, and other governing statutes applicable under the circumstances.

3. Historically Black Colleges and Universities (HBCU), Minority Institutions (MI), and all types of Small Business concerns are encouraged to submit proposals and/or to join other entities as team members in submitting proposals.

In accordance with federal statutes, regulations, and HHS policies, no person on grounds of race, color, age, sex, national origin, or disability shall be excluded from participation in, be denied the benefits of, or be subjected to discrimination under any program or activity receiving financial assistance from the HHS.

B. [bookmark: _Toc355608643][bookmark: _Toc375120080][bookmark: _Toc377393132]Procurement Integrity, Standards of Conduct, Ethical Considerations and Organizational Conflicts of Interest (OCIs)

[bookmark: OLE_LINK11][bookmark: OLE_LINK12][bookmark: OLE_LINK13]Current Federal employees are prohibited from participating in particular matters involving conflicting financial, employment, and representational interests (18 USC §§ 203, 205, and 208).  Prior to the start of proposal evaluation, the Government will assess potential OCIs and  promptly notify the affected Offeror if any appear to exist.  The Government assessment does not affect, offset, or mitigate the Offeror’s responsibility to give full notice and planned mitigation for all potential organizational conflicts, as discussed below.
In accordance with FAR 9.5 and without prior approval or a waiver from the agency head or a designee, a contractor cannot simultaneously provide management support services; consultant or other professional services; contractor performance of, or assistance in, technical evaluations or similar support and be an awardee under this BAA.  As part of the Offeror’s proposal submission, all members of a proposed team (prime Offerors, proposed subcontractors, consultants, etc) must affirm whether they (individuals and organizations) are providing such support to any NCI technical office(s) through an active contract, subcontract, consultant agreement, etc.  Affirmations must state which NCI office(s) the Offeror and/or proposed subcontractor/consultant supports and must provide prime contract number(s).  All facts relevant to the existence or potential existence of OCIs must be disclosed.  The disclosure shall include a description of the action the offerorOfferor has taken or proposes to take to avoid, neutralize, or mitigate such conflict.  If, in the sole opinion of the Government after full consideration of the circumstances, a proposal fails to fully disclose potential conflicts of interest and/or any identified conflict situation cannot be effectively mitigated, the proposal will be rejected without technical evaluation and withdrawn from further consideration for award.   
If a prospective Offeror believes a conflict of interest exists or may exist (whether organizational or otherwise) or has a question as to what constitutes a conflict, a summary of the potential conflict should be sent to ncicloud@mail.nih.gov before preparing a proposal and mitigation plan.

C. [bookmark: _Toc377393133][bookmark: _Toc355608645][bookmark: _Toc375120081]Other Eligibility Requirements 

Mandatory Qualification Criteria establish conditions that must be met at the time of receipt of proposals by the Government in order for an Offeror’s proposal to be considered for further evaluation.   The selection of one or more proposals for award will be based, in part, upon an evaluation of each Offeror’s proposal against all eligibility requirements including the following Mandatory Qualification Criteria. All eligible proposals will then be evaluated against the evaluation criteria.

1. The prime contractor must have demonstrated capability in a biomedical research project involving at least 100 TB of data. 
2. The prime contractor and/or the institution that is hosting the data must have the ability and commit to making these resources available to the community outside the hosting institution. This must include: (a) a minimum of 10 Gb/sec current connectivity from the commodity internet to the cloud infrastructure, with a capacity up to 40 Gb/sec; and (b) evidence from the hosting entity that the organization will allow access to the solution and that it will either support an existing, open authentication capability such as inCommon, or that they will provide the resources necessary to do remote identity proofing and credential distribution as per NIST Special Publication 800-63-1 for any community researcher that desires access to the cloud. Such provisioning must be accomplished within seven (7) days of receipt of necessary documents.
3. The prime contractor must meet the intellectual property requirements of this BAA, as outlined in the Research and Technical Objectives, including an overview of the planned licenses and agreements proposed to meet these requirements.


[bookmark: _Toc355608646][bookmark: _Toc375120082][bookmark: OLE_LINK10][bookmark: OLE_LINK26][bookmark: _Toc377393134]APPLICATION AND SUBMISSION INFORMATION

A. [bookmark: _Toc377393135]General Proposal Information

Proposals will consist of two volumes:  Technical (Volume I) and Business (Volume II).  Each volume, Technical and Business, must be separate and complete in itself, so that evaluation of one may be accomplished independently of, and concurrently with, evaluation of the other.   The Technical Proposal should disclose your technical approach in as much detail as possible, including, but not limited to, the requirements of the technical proposal instructions and total cost for the work. Proposals should attempt to be direct and concise in presenting information which clearly describes the proposed project. Offerors should realize that the clarity of the presentation is important in communicating their project ideas to reviewers, and that a concise and well formulated proposal is usually more effective in that respect than a voluminous proposal that lacks effective distillation of ideas.

All pages shall be formatted for printing on 8-1/2 by 11-inch paper with a font size not smaller than 12 point.  Font sizes of 8 or 10 point may be used for figures, tables, and charts.   Document files must be in .pdf, .xls, or .xlsx formats.  Submissions must be written in English.  

Submit one original and three (3) copies of each proposal. The Principal Investigator and a corporate official authorized to bind the Offeror must sign the original. The three (3) copies of the proposal may be photocopies of the original.

In addition to the paper submissions, Offerors are also required to submit one (1) CD containing an Adobe Acrobat containing .pdf versions of both the Technical and Business Volumes and a Microsoft Excel  (.xls or .xlsx formats) copy with working formulas of the “Breakdown of Proposed Estimated Costs (Plus Fee) and Labor Hours” (see Volume II-Business Volume).  This does not replace the paper copies, but is in addition to them. The paper copy is the official copy for recording timely receipt of proposals. By signing the proposal, the Offeror certifies that, as part of the offer, the information in the paper copy is exactly the same as that which is contained in the digital copy.

Proprietary Information. NCI policy is to treat all submissions as source selection information (see FAR 2.101 and 3.104) and to disclose the contents only for the purpose of evaluation.  Restrictive notices notwithstanding, during the evaluation process, submissions may be handled by support contractors for administrative purposes and/or to assist with technical evaluation.  

Offerors are responsible for clearly identifying proprietary information.  Submissions containing proprietary information must have the cover page and each page containing such information clearly marked with the following text:  “This document contains Procurement Sensitive and Source Selection Information; disclosure is strictly prohibited in accordance with FAR 2.101 and 3.104”

Proposal Submission. The proposal package--full proposal (Volume 1 and 2), subcontractor cost proposals, and attachments--must be submitted per the instructions outlined herein and received by NCI no later than February 27, 2014 at 4:00 PM local time. Submissions received after this time will considered a “late proposal,” in accordance with FAR 15.208, Submission, Modification, Revision, and Withdrawal of Proposals and FAR 52.215-1(c)(3), Instructions to Offerors - Competitive Acquisition Any proposal, modification or revision received after the exact time specified for receipt is “late” and will not be considered unless it is received before award is made, and

1. There is acceptable evidence to establish that it was received at the Government installation designated for receipt of offers and was under the Government’s control prior to the time set for receipt of offers; or

2. It is the only proposal received.

Proposals not meeting the format prescribed herein may not be reviewed.

B. [bookmark: _Toc377393136]Volume 1:  Technical Volume   

The Technical Proposal shall not exceed sixty (60) pages exclusive of cover sheet, table of contents and attachments. The Technical Proposal inclusive of the cover sheet, table of contents, and all attachments shall not exceed one hundred fifty (150) single-sided pages. Proposals shall not exceed maximum page counts where stated herein. Any pages exceeding the page counts shall not be evaluated. Additional information not explicitly called for herein must not be submitted with the proposal. Offerors must submit information sufficient to evaluate their proposals based on the detailed evaluation criteria.
	
Each proposal must demonstrate a technical approach that is feasibile, complete and supported by a proposed technical team that has the expertise and experience to accomplish the proposed tasks and its relevance to the Research and Technical Objectives of the BAA.   The task descriptions and associated technical elements should be complete and in a logical sequence, with all proposed deliverables clearly defined such that a viable attempt to achieve project goals is likely as a result of award.  The proposal should identify major technical risks and clearly define feasible mitigation efforts.


Volume 1 must include the following components:

1.   Cover Sheet 
Include the following information:
· Label: “Proposal: Volume 1”
· BAA number (N01CO42400-80)
· Proposal title 
· Lead organization (prime contractor) name
· Type of business, selected from the following categories: Large Business, Small Disadvantaged Business, Other Small Business, HBCU, MI, Other Educational, or Other Nonprofit
· Technical point of contact (POC) including name, mailing address, telephone, and email 
· Administrative POC including name, mailing address, telephone number, and email address
· Proposal validity period (minimum 180 days)
· Summary of Proposed Costs and Fee (in the table format below)
	
	Base Period
	Option Period 1
	Option Period 2
	Total 

	Estimated Cost
	
	
	
	

	Fee
	
	
	
	

	Estimated Cost Plus Fixed Fee
	
	
	
	


· Data Universal Numbering System (DUNS) number
· Taxpayer identification number (TIN) 
· Commercial and Government Entity (CAGE) code 

2.   Table of Contents 
	
3. Mandatory Qualification Criteria (MQC) (Included in 60 page limit)
Documentation to support compliance with the MQC must be provided by the Offeror to include any information from subcontractors, as applicable.  Compliance with the MQC must be clearly demonstrated by inclusion of all relevant information in this clearly marked section of your Technical Proposal.  Include copies of all documentation/materials required to support this demonstration, as attachments.  

a. List of Project(s) involving at least 100 TB of data: Evidence of a prior research project(s) by the prime contractor involving at least 100 TB of biomedical data must be provided. 
b. Affidavit from CIO or Equivalent on Solution Connectivity and Accessibility: The prime contractor must provide a signed affidavit from the Chief Information Officer (CIO) or equivalent from the hosting entity that the organization can meet the connectivity requirements of a minimum of 10 Gb/sec current connectivity from the commodity internet to the cloud infrastructure, with a capacity up to 40 Gb/sec. The prime contractor must also provide a signed affidavit from the Chief Information Officer (CIO) or equivalent from the hosting entity that the organization and will allow access to the solution and that it will either support an existing, open authentication capability such as inCommon or that they will provide the resources necessary to do remote identity proofing and credential distribution as per NIST Special Publication 800-63-1 for any researcher that desires access to the Cloud Pilot. Such provisioning must be accomplished within seven (7) days of receipt of necessary documents.
c. Intellectual Property Statement of Agreement: The Offeror must provide a statement of agreement to the IP requirements of this BAA as outlined in the Research and Technical Objectives.  This statement must include an overview of the planned licenses and agreements proposed that will meet these requirements. 

4. Overview (Maximum 4 pages- included in 60 page limit) 
Provide a brief description of the proposed project, including:

a. Provide a narrative (500 words or less) describing the goals of the proposed project and how they align with the importance of NIH Agency Programs.  A major goal of this project is to develop capabilities that support precision medicine, that is, the ability to classify and treat a patient based on the underlying molecular characteristics of their tumor. Several NCI-funded programs continue to create large amounts of high-dimensionality data and the primary deliverable of this project is the development of powerful computational and analytic capabilities to support the conversion of that data into the knowledge required to achieve this goal. Offerors should provide clear explanations of how their particular approach is likely to achieve the NCI’s goal to enable precision medicine. In addition, the NCI supports community-driven open development of informatics capabilities designed to support specific research needs, provide access to well-described data collections, and support interoperability, with the goals of democratizing access to information and facilitating integrative cancer research. Offerors should clearly explain how their proposal will support these goals.
b. A summary describing the concept and scope of activities the Offeror is proposing.
c. List proposed prime contractor key personnel by name, including degree(s); provide title and % effort to project. 
d. Identify the proposed subcontractors and any key subcontractor personnel include pertinent degrees, title and % effort to project.
e. A brief summary of the relative roles to be performed by the proposed prime contractor and any proposed subcontractor.
f. A brief description of the facilities and other resources to be made available by the proposed prime contractor (Offeror) and any proposed subcontractors.

5. Technical Design/Approach (Included in 60 page limit)
This section of your technical volume should demonstrate how you will accomplish the work for this project as outlined in your Statement of Work.  Discuss the robustness, innovativeness, appropriateness, adequacy, feasibility and suitability of the scientific and technical solution design and architecture to successfully address the overall research and technical objectives of the BAA.  Identify unforeseen obstacles and propose solutions that overcome limitations encountered in current methodologies or technologies and to significantly advance knowledge and understanding of alternative models to better facilitate broad-scale sharing and analysis of large-scale genomic datasets. Additionally, please ensure your technical proposal addresses the following:

a. Objectives  
State the overall objectives and specific accomplishments to be achieved. Ensure these adequately address access to core NCI data sets (as defined in the RTO) as well as computing resources to meet demonstrable community needs. These should align with the objectives documented in the RTO and support the scope in the Technical Proposal.

b. Technical
Provide a detailed description of the technical design and deliverables being proposed. The proposal should not merely restate the requirements of the Government’s Research and Technical Objectives. Proposal must include performance metrics against which the system will be evaluated. 
The Offeror shall submit an initial Security Plan with its technical proposal that addresses each of the following items:	
i.	Verify the information categorization to ensure the identification of the PII requiring protection.  
ii.	Verify the existing risk assessment.  	
iii.	Identify the Contractor’s existing internal corporate policy that addresses the information protection requirements of the RTO.
iv.	Verify the adequacy of the Contractor’s existing internal corporate policy that addresses the information protection requirements of the RTO.
v.	Identify any revisions, or development, of an internal corporate policy to adequately address the information protection requirements of the RTO. 

c. Data Types
NCI expects that during the BAA period and proposal writing potential applicants may want to work with the datatypes required to be included in the Cancer Genomics Cloud Pilots. Many of the datatypes including all DNASeq and RNASeq BAMs, all SNP CEL files and all unvalidated and germline mutation calls are controlled access and some potential applicants will not have prior approval for this controlled data. Described below are ways applicants can utilize similar open access data during proposal preparation.  
i. BAM files
The 1000 Genomes Project (http://www.1000genomes.org) provides a comprehensive resource on human genetic variation. The data from the 1000 Genomes Project is open access and provides access to BAMs and FASTQ files from whole genome and whole exome DNA sequencing and BAM files for RNASeq. DNA sequencing files for individuals can be found here: ftp://ftp-trace.ncbi.nih.gov/1000genomes/ftp/data/. An example of exome sequence is here: ftp://ftp-trace.ncbi.nih.gov/1000genomes/ftp/data/HG00099/, with exome BAM files under the "exome_alignment" directory and FASTQ files under the "sequence_read" directory. An example of whole genome sequencing is available here: ftp://ftp-trace.ncbi.nih.gov/1000genomes/ftp/data/NA12892/, with BAM files under the "high_coverage_alignment" directory and FASTQ files under the "sequence_read" directory. RNASeq BAMs from the 1000 Genomes Project can be found here: http://www.ebi.ac.uk/arrayexpress/experiments/E-GEUV-1/files/processed/. All 1000 Genomes data cited above is available to download without controlled access and this dataset can be used as examples of file types for testing by the Offeror.

ii. SNP files
Level 1 SNP CEL files for TCGA data at the DCC is controlled access, however, available to all applicants is a SNP dataset provided to NCI by GlaxoSmithKline (GSK) for over 300 cancer cell lines. Additional information about the data is available on the caArray website (https://cabig.nci.nih.gov/community/caArray_GSKdata/) and the data is available from the caArray FTP site (ftp://caftpd.nci.nih.gov/pub/caARRAY/SNP/).

iii. VCF/MAF files
Although germline and unvalidated somatic variants are controlled access data, the TCGA offers MAF files for validated somatic variants as open access data that can be used as sample datasets. Open access somatic files are available from several tools on the TCGA Data Portal including the Data Matrix (https://tcga-data.nci.nih.gov/tcga/dataAccessMatrix.htm), the Bulk Download tool (https://tcga-data.nci.nih.gov/tcga/findArchives.htm), and the open access HTTP directory (https://tcga-data.nci.nih.gov/tcgafiles/ftp_auth/distro_ftpusers/anonymous/tumor/). Detailed Instructions on how to use the Data Portal to access the TCGA data is also available (https://wiki.nci.nih.gov/display/TCGA/Retrieving+Data+from+the+Data+Portal). An example open access MAF file is available here: https://tcga-data.nci.nih.gov/tcgafiles/ftp_auth/distro_ftpusers/anonymous/tumor/brca/gsc/genome.wustl.edu/illuminaga_dnaseq/mutations/genome.wustl.edu_BRCA.IlluminaGA_DNASeq.Level_2.2.0.0/. 
TCGA VCF files at the Data Portal are controlled access, but the 1000 Genomes Project has open access VCF files available. Examples of 1000 Genomes Project VCF files can be found here: ftp://ftp-trace.ncbi.nih.gov/1000genomes/ftp/release/20110521/. 

iv. Clinical Data
Clinical data on the TCGA is open access. Instructions on how to retrieve clinical datasets using the Data Portal’s Data Matrix or Bulk Download are available on the TCGA wiki located at: (https://wiki.nci.nih.gov/display/TCGA/Retrieving+Clinical+Data).

v. Additional Datatypes
Additional datatypes are available through the TCGA Data Portal. Details on all available datatypes are available here: https://tcga-data.nci.nih.gov/tcga/tcgaDataType.jsp, and like the MAF files downloads are available from the Data Matrix, (https://tcga-data.nci.nih.gov/tcga/dataAccessMatrix.htm), the Bulk Download tool (https://tcga-data.nci.nih.gov/tcga/findArchives.htm), and the open access HTTP directory (https://tcga-data.nci.nih.gov/tcgafiles/ftp_auth/distro_ftpusers/anonymous/tumor/). Detailed Instructions on how to use the Data Portal to access the TCGA data is also available (https://wiki.nci.nih.gov/display/TCGA/Retrieving+Data+from+the+Data+Portal).  

d. Community Evaluation 
It is the intention of the Government to make these pilot clouds available for public evaluation.  Propose plans to support and make the solutions available during this community evaluation period as well as metrics to monitor and evaluate the performance. 

6. Scientific and Technical Personnel (Included in 60 page limit)
This section of your technical volume should describe the appropriateness and adequacy of the education, training, experience, expertise, qualifications, and effort of the personnel to accomplish the Research and Technical Objectives. Information is required which will show the composition of the team, its general qualifications, and recent experience with similar projects. Clearly identify direct technical supervisors and key personnel, and the approximate percentage of the total time each will be available for this program. Clearly describe the role and responsibilities of each to the proposed project. Provide a clear description of the team’s organization including an organization chart that includes, as applicable, the relationship of team members; unique capabilities of team members; task responsibilities of team members; teaming strategy among the team members; and key personnel with the amount of effort to be expended by each person during the project.  Provide a detailed plan for coordination including explicit guidelines for interaction among collaborators/subcontractors of the proposed project.  Include risk management approaches.  Describe any formal teaming agreements that are required to execute this project.

Include a resume or biographical sketch for all key personnel and any other significant contributors in the Attachments Section of your Technical Volume according to the specifications below. Each must indicate educational background, recent experience, specific or technical accomplishments, major contributions on up to five successfully completed projects and/or, as applicable, a listing of up to 10 relevant publications. 
Provide other information relevant to Personnel as noted below: 

a. Principal Investigator/Project Director
Identify the Principal Investigator/Project Director responsible for overall implementation of the contract and the primary point of contact for the project. Even if there may be co-investigators, identify the Principal Investigator/Project Director who will be responsible for the overall implementation of any awarded contract. Provide the educational qualifications, overview of relevant experience, and accomplishments of the Principal Investigator/Project Director. State the estimated time to be spent on the project, his/her proposed duties, and the areas or activities for which he/she will be responsible.  Discuss management of programs of similar size and scope, prior experience in both conduct and management of large-scale genomic analysis and big data informatics. The Principal Investigator/Project Director must be designated as Key Personnel.

Note:  If Multiple Principal Investigators/Project Directors (PIs/PDs) are designated, provide a Multiple PI/PD Leadership Plan. The rationale for choosing a multiple PI/PD approach should be described. The governance and organizational structure of the leadership team and the research project should be described, including communication plans, process for making decisions on scientific direction, and procedures for resolving conflicts. The roles and administrative, technical and scientific responsibilities for the project or program should be delineated for the PDs/PIs. 

b. Project Manager
Identify the Project Manager responsible for monitoring and tracking work progress and timelines relative to both schedule and budget. Provide the educational qualifications, training, relevant experience as well as percentage of effort on the project. Describe the experience of the proposed project manager in coordinating complex projects involving multiple parties, including the ability to leverage relevant project management tools, coordinating project and subcontractor activities, and organizing and maintaining lines of communication, both online as well as face-to-face.  The Project Manager must be designated as Key Personnel. 

c. Other Investigators
Identify all other investigators/professional personnel who will be participating in the project. Provide the educational qualifications, relevant experience, and accomplishments. State the estimated time each will spend on the project, proposed duties on the project, and the areas or phases for which each will be responsible.

d. Additional Personnel (See Section III.B. entitled  Procurement Integrity, Standards of Conduct, Ethical Considerations and Organizational Conflicts of Interest (OCIs))
List names, titles, and proposed duties of additional personnel, if any, who will be required for this project either as part of the Offeror’s staff or on a subcontract or consultant basis. The technical areas, as well as the character and extent of subcontract or consultant activity, must be indicated and the anticipated sources must be specified and qualified. For all proposed personnel who are not currently members of the Offeror's staff, a letter of commitment or other evidence of availability is required. A resume does not meet this requirement. Commitment letters for use of consultants and other personnel to be hired must include:
• 	The specific items, service or expertise they will provide.
· Their availability to the project and the amount of time anticipated.
· Willingness to act as a consultant.
• 	How rights to publications and patents will be handled.

7. Project Management, Past Performance, and Organizational Experience (Included in 60 page limit)
This section of your technical proposal should demonstrate appropriateness and adequacy of the Management Plan, Past Performance, and experience and structure of the organization for project management of the proposed work, and for engaging collaboratively.

a. Describe in detail how the methods for project planning will be organized and managed in relation to the base and option periods of performance as well as the planning, initiation, implementation, conduct, and completion of tasks identified in the Offeror’s Technical Proposal to ensure compliance with the EPLC framework. Describe in detail the responsibilities for all proposed personnel who will be assigned to the contract, including proposed subcontractors and consultants and provide the administrative framework including clear lines of authority and responsibility for the personnel. Include a diagram of the proposed organizational/management structure of the team.

b. Describe in detail the project management systems that will be used to track activities and to keep activities on time and budget. This information must include a description of the methods that will be used to ensure the effective and efficient initiation, implementation, management, and oversight of contract.

c. In the Management Plan, outline how the Principal Investigator will effectively:

i. Manage staffing, organization, responsibilities, leadership, and lines of authority, as well as management of subcontracts and consultants.

ii. Communicate and interact with the Contracting Officer’s Representative and Contracting Officer during business hours (8:30AM – 5:00PM Eastern, weekdays excluding holidays) and support regular site visits from the Contracting Officer’s Representative and other Government staff.  

iii. Communicate, monitor and manage the team both internally and externally (at subcontractor facilities), including proposed approach to resolving disputes

iv. Communicate with other Cancer Cloud Pilot awardee PI(s).

d. Describe the ability to work with other groups as demonstrated by past record of collaboration(s) including those with any proposed partners, past consortium activities, and/or plans that support the potential for effective collaboration.

e. Describe the areas of anticipated risks and planned mitigations. Include tasks to be performed, methodologies required, and indicate level of experience needed to meet the proposed solutions. 

f. Past Performance Information 
Offerors shall submit the following information as part of their Technical proposal in the table format shown below.
A list of the last five contracts or grants completed during the past three years and all contracts or grants currently being performed that are similar scope, period of performance and total contract value to this BAA. Contracts or grants listed may include those entered into by the Federal Government, agencies of state and local governments and commercial concerns. Offerors may also submit past performance information regarding predecessor companies, key personnel who have relevant experience or subcontractors that will perform major or critical aspects of the requirement when such information is relevant to the acquisition. For the purposes of this section, a "major subcontract" is defined as having a value of $500,000.
Include the following information for each contract or subcontract listed:
i. Name of Contracting Organization
ii. Contract Number (for subcontracts, provide the prime contract number and the subcontract number)
iii. Contract Type
iv. Total Contract Value
v. Description of Requirement
vi. North American Industry Classification System (NAICS) Code
vii. Period of Performance

	Contracting Organization
	Contract Number
	Contract Type
	Total Contract Value ($)
	Description of Requirement
	NAICS Code
	Period of Performance

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	



The Government is not required to contact all references provided by the Offeror. Also, references other than those identified by the Offeror may be contacted by the Government to obtain additional information that will be used in the evaluation of the Offeror's past performance. The Government reserves the right to research past performance through any sources available to the Contracting Officer including Contractor Performance Assessment Reporting System (CPARS). 

8. Facilities and Resources (Included in 60 page limit)
Document the availability and adequacy of facilities, equipment, and other resources necessary to carry out the Technical Proposal for the primary contractor and any subcontractors. This will include:

a. Location and features of facilities, including shared infrastructure, a list of equipment, the age, reliability, and prior cumulative usage of the equipment if relevant, and other resources dedicated to the project for the prime contractor and any proposed subcontractors (including lease/ownership information).

b. Plans for Safety, Security, and Maintenance of the Facilities/Equipment.

c. Identification and description of ALL resources including Information Technology Systems and non-IT that will be required to effectively complete the proposed SOW.

d. Describe any equipment that needs to be acquired for performance of the project. Indicate if it will be in place either prior to the start of the contract or during the term of the award. Include model numbers, characteristics and specifications that are pertinent to the project. Include purchase orders or quotations that indicate timeliness of availability. Note: The Offeror must demonstrate access of availability to pre-existing, secure, internal IT systems and computational infrastructure to support the data management, analysis, and other computational needs for the current capacity of the Cancer Genomics Cloud Pilot as described in the technical guidelines. These do not include the actual hardware (processors and storage) required to meet the objectives of this contract; however this contract will not provide funds for high-speed internet connections, cooling, power, backup power, facilities, etc.

9. Small Business Subcontracting Utilization (Included in 60 page limit)
Pursuant to Section 8(d) of the Small Business Act (15 USC § 637(d)), it is Government policy to enable small business and small disadvantaged business concerns to be considered fairly as subcontractors to organizations performing work as prime contractors or subcontractors under Government contracts, and to ensure that prime contractors and subcontractors carry out this policy.  

An Offeror’s Small Business Subcontracting Utilization should demonstrate the appropriateness and adequacy of small business goals and achievements. Proposals will contain the following 2 tables:

a. Describe, in a table as seen below, the level of proposed participation of small businesses.  
	Small Business Type
	Percent Utilization Proposed (%)

	Overall Small Business
	

	8(a)
	

	Small Disadvantaged
	

	Women-Owned 
	

	HUBZone
	

	Service Disabled Veteran-Owned 
	

	Veteran-Owned
	



b. Describe, in a table as seen below, the prime contractor's success in meeting small business goals in up to five (5) prior awards over the past 36 months.
	Small Business Type
	Percent Utilization Proposed (%)
	Percent Utilization Realized (%)

	Overall Small Business
	
	

	8(a)
	
	

	Small Disadvantaged
	
	

	Women-Owned 
	
	

	HUBZone
	
	

	Service Disabled Veteran-Owned 
	
	

	Veteran-Owned
	
	


10. Statement of Work (SOW) (Maximum 10 pages- included in 60 page limit)

The SOW must provide a detailed task breakdown, citing specific tasks and their connection to the interim milestones and metrics, as applicable.  Each Contract Period of the project should be separately defined.  The SOW must not include proprietary information.  For each defined task/subtask, provide:

· A general description of the objective.
· A detailed description of the approach to be taken to accomplish each defined task/subtask.
· Identification of the primary organization responsible for task execution (prime contractor, subcontractor(s), consultant(s), by name.
· A measurable milestone, (e.g., a deliverable, demonstration, or other event/activity that marks task completion).

11.  Attachments  
This section is mandatory and must include all of the following components. If a particular subsection is not applicable, state “NONE.”

a. [bookmark: _Toc131734903][bookmark: _Toc159901852][bookmark: _Toc162760300][bookmark: _Toc165700027][bookmark: _Toc168974864]Mandatory Qualifications Criteria – include supporting documentation to evidence ability of Offeror to meet all MQC’s.

b. Team Member Identification and Resume/Biographical Sketch:  Provide a list of all team members including the prime, subcontractor(s), and consultant(s), including resumes/biographical sketches, as applicable. Identify specifically whether any are a non-US organization or individual, FFRDC and/or Government entity.  Use the following format for this list:

	
Individual Name
	Role
(Prime, Subcontractor or Consultant)
	
Organization
	Non-US?
Org.
	Non-US?
Ind.
	
FFRDC or Govt?

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	



c. Government or FFRDC Team Member Proof of Eligibility to Propose:   If none of the team member organizations (prime or subcontractor) are a Government entity or FFRDC, state “NONE.”

If any of the team member organizations are a Government entity or FFRDC, provide documentation citing the specific authority that establishes the applicable team member’s eligibility to propose to Government solicitations to include: 1) statutory authority; 2) contractual authority; 3) supporting regulatory guidance; and 4) evidence of agency approval for applicable team member participation.  

d. Government or FFRDC Team Member Statement of Unique Capability:   If none of the team member organizations (prime or subcontractor) are a Government entity or FFRDC, state “NONE.”

If any of the team member organizations are a Government entity or FFRDC, provide a statement that demonstrates the work to be performed by the Government entity or FFRDC team member is not otherwise available from the private sector. 

e. Organizational Conflict of Interest Affirmations and Disclosure:  If none of the proposed team members is currently providing management support services; consultant or other professional services; contractor performance of, or assistance in, technical evaluations;  or similar support state “NONE.”   

If any of the proposed team members (individual or organization) is currently performing such types of support, furnish the following information:

	Prime Contract Number
	NCI Technical Office supported
	A description of the action the Offeror has taken or proposes to take to avoid, neutralize, or mitigate the conflict

	
	
	

	
	
	




C. [bookmark: _Toc377393137]Volume 2 - Business Volume  

This volume is mandatory and must include all the listed components.  No page limit is specified for this volume. 

The cost proposal should include a Microsoft Excel spreadsheet (.xls or .xlsx) that provides formula traceability among all components of the cost proposal.  The spreadsheet file must be included as a separate component of the full proposal package. Costs must be traceable between the prime and subcontractors/consultants, as well as between the cost proposal and the SOW.

Note for proposals selected for negotiation that pre-award costs will not be reimbursed unless a pre-award cost agreement (advanced cost agreement) is negotiated with the Contracting Officer prior to award.  No such agreements are currently anticipated.

In order to minimize the government’s financial risk, contracts will be divided into manageable time frames with initial funding of only the Base Period. Subsequent Options will be fully funded when exercised and will be dependent on successful completion of critical predecessor activities, including Government acceptance of associated deliverables when applicable. The contract budget will be aligned with the Base Period, Options and associated tasks identified in the proposal.

Business Proposals must provide a detailed task-linked budget that consists of a breakdown of total costs (direct costs, indirect costs, and fees) linked to the Base period, and each Option on the”Breakdown of Proposed Estimated Cost (Plus Fee) and Labor Hours” Workbook. The workbook can be found in a link here:
http://oamp.od.nih.gov/contracts/BUSCOST.HTM
or directly here:
http://oamp.od.nih.gov/Division/DFAS/spshexcl_Dec2012.xlsx

For proposal purposes, the Offeror shall utilize the following budget assumptions:
· Equipment: Assume equipment capable of producing and handling 1000-5000 nodes and storing 2.5 PB of data. 
· Travel: Assume 10 instances of travel to various meetings at NCI Shady Grove, Rockville, MD, 20850.

The Business Volume must be comprised of the following two files:

· The first file must be a PDF of your Business Proposal, with all attachments, including the attachment entitled “Breakdown of Proposed Estimated Costs (plus Fee) and Labor Hours” Workbook. The PDF of the Business Proposal should enable the search function to the maximum extent practicable. Forms and/or documents requiring signature(s) may be scanned and must be merged into the Business Proposal file.

· The second file must be the “Breakdown of Proposed Estimated Costs (Plus Fee) and Labor Hours” Workbook in its original Excel format with fully functioning formulas, not PDF.

Volume 2 must include the following components:

1. Cover Sheet:  Include the same information as the cover sheet for Volume 1, but with the label “Volume 2- Business Volume.”

2. [bookmark: OLE_LINK8][bookmark: OLE_LINK9]Cost Summary:  A summary budget reflecting the total costs over the period of performance of the proposed contract shall be provided in the same “Breakdown of Proposed Estimated Costs (Plus Fee) and Labor Hours” format.

3. Earned Value Reporting: Performance Measurement Baseline 
The assignment of budgets to scheduled segments of work produces a plan against which actual performance can be compared. This is called the Performance Measurement Baseline (PMB). The PMB represents the formal plan to accomplish all the work assigned in the amount of time allotted and within the amount of budget authorized. The PMB is a vehicle for comparison of work accomplished with work scheduled, and actual cost with value of work performed. The PMB includes direct hours/dollars, direct material dollars, other direct charges, and any indirect costs for all authorized work.  The PMB does not include Profit/Fee.  The budget shall include subcontractor effort. The Offeror shall identify in its offer the subcontractors, or subcontracted effort if subcontractors have not been identified, to which the requirements of Earned Value Reporting will be applied. The budget for this effort must be identified specifically to the work for which it is intended and be time-phased. PMB values shall be provided in numerical format showing values AND in graphical format showing a trend line. 

During contract performance, performance-based management systems shall be used by the Contractor to provide management visibility to both the Contractor and Government, on the achievement of, or deviation from, established goals until the system is accepted and operational. If goals are not being met, performance-based management systems allow for early identification of problems and potential corrective actions.  The Government has the unilateral right to exercise option periods based on analysis of the performance-based management system and/or analysis of agency portfolio.

4. Additional Information

Additional information required as applicable: 

a. Proposals for $700,000 or more:   Provide “certified cost or pricing data” (as defined in FAR 2.101) or a request for exception in accordance with FAR 15.403.  

b. Offerors with a DCAA-approved cost accounting system should submit evidence of approval.

c. Offerors without a DCAA-approved cost accounting system:   If requesting a cost-type contract, provide the DCAA Pre-award Accounting System Adequacy Checklist to facilitate DCAA’s completion of an SF 1408.  The checklist may be found at:
http://www.dcaa.mil/preaward_accounting_system_adequacy_checklist.html

d. Cost Accounting Standards (CAS) Notices and Certification:  Per Section VI.B.7, any Offeror who submits a proposal which, if accepted, will result in a CAS-compliant contract, must include a Disclosure Statement as required by 48 CFR 9903.202.  The disclosure forms may be found at http://www.whitehouse.gov/omb/procurement_casb.

If this section is not applicable, state “NONE.”

e. Indirect Cost Rate Agreement: Submit a copy of a DCMA,  DFAS or DCAA approved Indirect Cost Rate Agreement. 

        If this section is not applicable, state “NONE.”

f. Small Business Subcontracting Plan : Pursuant to Section 8(d) of the Small Business 
Act (15 USC § 637(d)), it is Government policy to enable small business and small disadvantaged business concerns to be considered fairly as subcontractors to organizations performing work as prime contractors or subcontractors under Government contracts, and to ensure that prime contractors and subcontractors carry out this policy.  

The Small Business Subcontracting Plan should demonstrate the appropriateness and adequacy of small business goals and achievements and be submitted in accordance with FAR 19.704.

If this section is not applicable, state “NONE.”

5. Other Considerations
Record and discuss specific factors not included elsewhere which support your proposal.

a. Sustainable Acquisition Plan
Offerors must include a Sustainable Acquisition Plan in their technical proposals that describes their approach and the quality assurance mechanisms in place for applying FAR 23.1 – sustainable Acquisition Policy (and other Federal laws, regulations and Executive orders governing green purchasing) to this acquisition.

DEFINITIONS:
i. Recycled Content Products
Recycled content products are products that are made from or contain recovered materials. That means replacing virgin materials with recycled materials, including post-consumer materials. There are currently more than 60 designated products in eight categories: paper and paper products, vehicular, construction, landscaping, park and recreation, transportation, non-paper office, and miscellaneous products. Examples of designated products include structural fiberboard, printing and writing papers. The current list of designated products, EPA's guidance, and related technical information can be found on EPA's web site at http://www.epa.gov.
ii. Energy-Efficient Products: Energy Star®, FEMP-Designated, and Low Standby Power
EPAct of 2005, Section 104 and FAR 23.203 require federal agencies to purchase Energy Star® qualified or Department of Energy's (DOE's) Federal Energy Management Program (FEMP)-designated products when procuring energy- consuming products.
The technical requirements that each product must meet to become Energy Star® qualified are available at ENERGY STAR Qualified Products: ENERGY STAR. Information on FEMP-designated products can be found at http://www.eere.energy.gov/. Information on low standby power products can be found on FEMP's web site at: http://www.eere.energy.gov.
iii. Biobased Products
Biobased products are products determined by the Secretary of Agriculture to be commercial or industrial products (other than food or feed) that are composed in whole, or in significant part, of biological products or renewable domestic agricultural materials and forestry materials. Examples of USDA-designated biobased products include mobile equipment, hydraulic fluids, roof coatings, diesel fuel additives, and towels. USDA is responsible for implementing the BioPreferred® procurement preference program. Information on these designated products, USDA's guidance, and related documentation can be found at USDA's web site at http://www.biopreferred.gov. 
iv. Environmentally Preferable Products and Services
Environmentally Preferable Products (EPP) are products or services that have a lesser or reduced effect on human health and the environment when compared with competing products or services that serve the same purpose. This comparison may consider raw materials acquisition, production, manufacturing, packaging, distribution, reuse, operation, maintenance, or disposal of the products or services. Examples of environmentally preferable products include cleaning products that are non-toxic, non-volatile, and biodegradable; and paint with no or low volatile organic compounds. This program is managed by EPA which maintains a database of products and specifications defined by federal, state, and local agencies, and other nations. The database can be found at http://www.epa.gov/epp along with EPA's Guidance on the Acquisition of Environmentally Preferable Products and Services located at http://www.epa.gov/epp/pubs/index.htm 
v. Electronic Product Environmental Assessment Tool (EPEAT) Products
EPEAT is a tool for evaluating the environmental performance of electronic products throughout their life cycle. EPEAT is intended to help purchasers in the public and private sectors evaluate, compare and select desktop computers, notebooks and monitors based on their environmental attributes. EPEAT also provides a clear and consistent set of performance criteria for the design of products, and provides an opportunity for manufacturers to secure market recognition for efforts to reduce the environmental impact of its products. Available at: http://www.epeat.net/
vi. Water-Efficient Products
A water-efficient product is in the upper 25% of water efficiency for all similar products, or is at least 10% more efficient than the minimum level meeting U.S. Federal Government standards. Examples of products that have met the EPA WaterSense label include: high efficiency toilets, sink faucets, showerheads, urinals, and landscape irrigation systems. Information about the WaterSense Program is available at www.epa.gov/watersense.
vii. Non-Ozone Depleting Substances
	E.O. 13423 and the Council on Environmental Quality (CEQ) Implementing Instructions require that each agency give preference to the purchase of non-ozone depleting substances, as identified in EPA's Significant New Alternatives Policy (SNAP) program. FAR 23.803 states that agencies shall give preference to the procurement of alternative products that reduce overall risks to human health and the environment by lessening the depletion of ozone in the upper stratosphere. It further requires that in preparing specifications and purchase descriptions, and the acquisition of supplies and services, agencies shall comply with the requirements of the Clean Air Act and substitute safe alternatives to ozone-depleting substances.
	SNAP provides lists of acceptable and unacceptable substitutes in the following sectors: fire suppressants, aerosol solvents and propellants, refrigeration and air conditioning equipments, and adhesives and coatings. SNAP is managed by EPA. Information about the SNAP Program is available on http://www.epa.gov/ozone/strathome.html 
viii. Alternative Fuel Vehicles and Alternative Fuels
Under EPAct, alternative fuel vehicles are defined as any dedicated, flexible-fuel, or dual-fuel vehicle designed to operate on at least one alternative fuel. As defined by EPAct, alternative fuels are substantially non-petroleum based fuels and include (but are not limited to) the following: ethanol at a 85% blend or higher (E85); liquefied petroleum gas (propane); compressed natural gas (CNG); biodiesel; electricity; hydrogen; and P-series fuels. DOE's FEMP manages this program. Information on these federal fleet requirements can be found at https://federalfleets.energy.gov/federal_requirements.

b. 508/EIT Compliance Plan
The Offeror's proposal must demonstrate compliance with the "Electronic and Information Technology Accessibility Provisions" set forth by the Architectural and Transportation Barriers Compliance Board (also referred to as the "Access Board") in 36 CFR part 1194 for all electronic and information technology (EIT) products and services developed, acquired, maintained, or used under this contract/order, including EIT deliverables such as electronic documents and reports.

If your proposal does not include a completed HHS "Section 508 Product Assessment Template" (hereafter referred to as the "Template") which demonstrates that EIT products and services proposed support applicable Section 508 accessibility standards, or, if the completed "Template" included in your proposal is considered "noncompliant," and the Government includes your proposal in the competitive range (for competitive proposals), or if the Government holds discussions with the selected source (for sole source acquisitions), you will be afforded the opportunity to further discuss, clarify or modify the "Template" during discussions and in your Final Proposal Revision (FPR). If your "Template" is still considered "noncompliant" by the Government after discussions, your proposal may not be considered further for award.

The template can be found in a link here:
http://www.hhs.gov/web/508/contracting/technology/vendors.html
or directly here:
HHS Section 508 Product Assessment Template (PAT)

[bookmark: _Toc355608652][bookmark: _Toc375120088][bookmark: _Toc377393138]APPLICATION REVIEW INFORMATION 

A. [bookmark: _Toc355608653][bookmark: _Toc375120089][bookmark: _Toc377393139]Evaluation Criteria

[bookmark: OLE_LINK23]The primary basis for selecting proposals for acceptance shall be technical merit, importance to agency programs, and funds availability. Cost realism and reasonableness shall also be considered to the extent appropriate. The selection of one or more proposals for award will be based, in part, upon an evaluation of each Offeror’s proposal against all eligibility requirements.  All eligible proposals will then be evaluated against the five evaluation criteria listed below. These five evaluation factors are listed in descending order of importance with weights assigned for evaluation purposes: technical design/approach, scientific and technical personnel, project management and organizational experience, facilities and resources, and small business subcontracting utilization. 

Although technical factors are of paramount consideration in the award of the contract, other factors are also important to the trade-off process and the overall contract award decision.  All evaluation factors other than cost or price, when combined, are significantly more important than cost or price.  The estimated cost of an offer must be reasonable for the tasks to be performed and will be subject to analysis by the Government. 

Elements listed in the Mandatory Qualification Criteria will not be re-evaluated as part of the Technical Evaluation. The elements evaluated in the Technical Evaluation are in addition to the Mandatory Qualification Criteria which are part of the eligibility requirements. 

OFFERORS AND REVIEWERS ARE ADVISED TO REFER TO SECTION IV.B. OF THIS BAA PACKAGE FOR GUIDANCE AND INFORMATION RELATED TO THE PREPARATION OF TECHNICAL VOLUME.

1. Technical Evaluation Criteria							Weight

CRITERION 1:  TECHNICAL DESIGN/APPROACH				40%_

The robustness, innovativeness, appropriateness, adequacy, feasibility and suitability of the scientific and technical solution design and architecture to successfully address the overall research and technical objectives of the BAA.  The proposal’s potential to identify unforeseen obstacles and propose solutions that overcome limitations encountered in current methodologies or technologies and to significantly advance knowledge and understanding of alternative models to better facilitate broad-scale sharing and analysis of large-scale genomic datasets. The extent to which the proposal addresses the requirements and deliverables, including:
 
a. Importance to Agency Programs
b. Ready access and provenance of core data, user data and metadata for diverse users while adhering to data security and privacy requirements and other relevant federal regulations.
c. Plans that support compute capacity needs and multiple-user analytical capabilities.
d. Ability to accommodate anticipated increase in data volume, variety and velocity as included in the proposal to address the scalability and extensibility requirements as well as future cost sustainability of the solution.
e. Provision of a solution that includes application programming interfaces in support of diverse use-cases.
f. Use of standard vocabularies, and formats for a shared understanding of the meaning of the data to enable development and sharing of analytical tools.

CRITERION 2:  SCIENTIFIC AND TECHNICAL PERSONNEL	 		25%_

Appropriateness and adequacy of the education, training, experience, expertise, qualifications and effort of the personnel to accomplish the research and technical objectives, including:

a. The qualifications and committed effort of the Principal Investigator(s) (PI) to manage programs of similar size and scope; prior experience in both conduct and management of large-scale genomic analysis and big data informatics.
b. The qualifications and effort of other Key Personnel, including any proposed subcontractors and consultants, to accomplish the research and technical objectives.

CRITERION 3: PROJECT MANAGEMENT, PAST PERFORMANCE, AND
ORGANIZATIONAL EXPERIENCE						20%_	

Appropriateness and adequacy of the Management Plan, Past Performance, and experience and structure of the organization for project management of the proposed work, and for engaging collaboratively as described in the Technical Proposal. This includes: 

a. The management approach in terms of staffing, organization, communication, responsibilities, leadership, and lines of authority, as well as management of subcontracts and consultants. Approach to effective communication with the Contracting Officer and Contracting Officer’s Representative.
b. Proposed methods for project planning, execution, monitoring, and reporting to meet milestones and/or deliverables as in the Offeror’s proposed statement of work. 
c. Ability to work with other groups as demonstrated by past record of collaboration(s) including those with any proposed partners, past consortium activities, and/or plans that support the potential for effective collaboration.
d. Experience and capability of the organization, as well as proposed subcontractors and consultants, if any, with similar projects of comparable scope, complexity, period of performance, and dollar value. 
e. Plans for risk mitigation that address unforeseen or difficult unanticipated issues. Capacity of the management structure to address new problems and provide regular and clear revisions for milestones.


CRITERION 4:  FACILITIES AND RESOURCES					10%

The availability and adequacy of facilities, infrastructure and equipment to fulfill the proposed work, including: 

a. Safety and security of the necessary facilities, equipment, and other resources for the contractor and all subcontractors.
b. Dedicated physical accommodations to fulfill the requirements; access to pre-existing information technology support space (such as server facilities with adequate power and cooling, network connectivity).

CRITERION 5: SMALL BUSINESS SUBCONTRACTING UTILIZATION		5%

Appropriateness and adequacy of the proposed Small Business Subcontracting goals as well as past small business subcontracting goals and achievement of the set goals including:

a. The level of proposed participation of small businesses in the proposal. 
b. The prime contractor's success in meeting small business goals in prior awards over the past 36 months.

TOTAL PERCENTAGE:  				   			100%_ 


2. Other Factors:  The Other Factors are less important that the weighted evaluation criteria above  and are listed in descending order of importance:

a. Sustainable Acquisition

	The Offeror’s proposal must demonstrate compliance with FAR 23.1, “Sustainable Acquisition Policy” and the interim rule entitled “Sustainable Acquisition” at: http://www.gpo.gov/fdsys/pkg/FR-2011-05-31/pdf/2011-12851.pdf (FAR case 2010-001, FAC 2005-52). Due to the late addition of this requirement in the subject Request for Proposals, if the proposal does not include a Sustainable Acquisition Plan that addresses the environmental products and services to be utilized under the resulting contract, or if the Plan is considered to be “poor” and the Government includes your proposal in the competitive range, the Offeror will be afforded the opportunity to further discuss, clarify, or modify the Plan during discussions and in their Final Proposal Revision (FPR). The Government is seeking to advance sustainable products and services. The final Sustainable Acquisition Plan will be incorporated into the resultant contract.


The following adjectival evaluation criterion will be used in review of the Sustainable Acquisition Plan:


	Descriptor
	Proposal qualities

	Excellent
	Documents compliance with relevant environmental laws and regulations to acquire supplies and services that promote energy and water efficiency, advance the use of renewable energy products, and help foster markets for emerging technologies. Implements cost- effective contracting preference programs promoting energy- efficiency, water conservation and the acquisition of environmentally preferable products and services (e.g., computer monitor, desktop computer, notebook computer and personal computer products. Minimizes the procurement of materials and substances that contribute to the depletion of stratospheric ozone. Gives preference to the procurement of alternative chemical, product, and manufacturing processes that reduce overall risks to human health and the environment by lessening the depletion of ozone in the upper atmosphere. Reduces paper use and acquires paper containing at least 30% postconsumer fiber.

	Good
	Documents compliance with relevant environmental laws and regulations and commits the organization to more aggressive actions such as: Develops and implements innovative policies and practices to reduce scope 3 GHG emissions in HHS operations. Manages existing buildings to reduce energy, water, and materials consumption. Implements and achieves objectives in EPA's Storm water Management Guidance. Reduces paper use and acquires paper containing at least 30% postconsumer fiber. Minimizes the acquisition, use, and disposal of toxic and hazardous materials. Employs environmentally sound practices for the disposition of all agency excess or surplus electronic products. Procures Energy Star and FEMP-designated electronic equipment. Continues implementation of existing Environmental Management System (EMS) programs.

	Fair
	Documents existing programs that meet relevant environmental laws and regulations and proposes modest further steps.

	Poor
	Merely states that the Offeror will comply with relevant environmental laws and regulations, or describes programs that merely comply with relevant laws.




b. Evaluation of Electronic and Information Technology Accessibility – Section 508 

The Offeror's proposal must demonstrate compliance with the "Electronic and Information Technology Accessibility Provisions" set forth by the Architectural and Transportation Barriers Compliance Board (also referred to as the "Access Board") in 36 CFR part 1194 for all electronic and information technology (EIT) products and services developed, acquired, maintained, or used under this contract/order, including EIT deliverables such as electronic documents and reports.

If your proposal does not include a completed HHS "Section 508 Product Assessment Template" (hereafter referred to as the "Template") which demonstrates that EIT products and services proposed support applicable Section 508 accessibility standards, or, if the completed "Template" included in your proposal is considered "noncompliant," and the Government includes your proposal in the competitive range (for competitive proposals), or if the Government holds discussions with the selected source (for sole source acquisitions), you will be afforded the opportunity to further discuss, clarify or modify the "Template" during discussions and in your Final Proposal Revision (FPR). If your "Template" is still considered "noncompliant" by the Government after discussions, your proposal may not be considered further for award.


c. Cost 

The total costs for each award may vary depending upon the scope and capacity of the technical objectives of each award.  Proposals must reflect Cost Realism and be within the available funding.  Proposals must establish that the proposed costs are realistic for the technical and management approach offered and to determine the Offeror’s practical understanding of the effort.  The proposal will be reviewed to determine if the costs proposed are based on realistic assumptions, reflect a sufficient understanding of the technical goals and objectives of the BAA, and are consistent with the Offeror’s technical approach (to include the proposed SOW).  At a minimum, this review will include, at the prime and subcontract level, the type and number of labor hours proposed per task, the types and quantity of materials, equipment and fabrication costs, travel and other various elements proposed. The evaluation criterion recognizes that undue emphasis on cost may motivate proposers to offer low-risk ideas with minimum uncertainty and to staff the effort with junior personnel to be in a more competitive posture.  Cost strategies such as these are discouraged.

B. [bookmark: _Toc377393140]Evaluation of Options

It is anticipated that any contracts awarded from this BAA will contain option provisions and periods.

In accordance with FAR Clause 52.217-5, Evaluation of Options, (July 1990), the Government will evaluate offers for award purposes by adding the total price for all options to the total price for the Base Period, except when it is determined in accordance with FAR 17.206(b) not to be in the Government's best interests. Evaluation of options will not obligate the Government to exercise the option(s).

C. [bookmark: _Toc355608654][bookmark: _Toc375120090][bookmark: _Toc377393141]Review and Selection Process

NCI policy is to ensure impartial, equitable, and comprehensive proposal evaluations and to select proposals that meet NCI technical, policy, and programmatic goals. 

Proposals are evaluated individually by peer review, not rated competitively against other proposals because they are not submitted in accordance with a common work statement.  For purposes of evaluation, a proposal is defined to be the document and supporting materials as described in Section IV.  

The merit of each eligible proposal will be evaluated by a peer review group.  The Government reserves the right to convene multiple peer review groups to evaluate proposals.  Offerors must demonstrate in their proposals that they have the necessary expertise and capabilities for conducting the proposed research. The evaluation will be based on the proposed approach of an Offeror in relation to the needs of the project as set forth in the BAA.  

Following the peer review, the Government will establish an Order of Merit Ranking of all proposals. Only proposals that are technically acceptable can be selected for negotiation.  Not all proposals that are determined to be technically acceptable will be selected for negotiation.   Negotiations with those Offerors selected from the Order of Merit Ranking will address identified weaknesses, questions, and areas for clarification, as well as refine the proposed Statement of Work and Performance Measurement Baseline.

Failure to comply with the submission procedures may result in the submission not being evaluated.  No submissions will be returned.  After proposals have been evaluated and selections made, the original of each proposal will be retained at NCI.  


[bookmark: _Toc355608655][bookmark: _Toc375120091][bookmark: _Toc377393142]AWARD ADMINISTRATION INFORMATION

A. [bookmark: _Toc355608656][bookmark: _Toc375120092][bookmark: _Toc377393143]Notices to Offerors

After proposal evaluations are complete, Offerors will be notified as to whether their proposal was deemed technically acceptable as a result of the peer review process.  Notification will be sent by email to the technical and administrative POCs identified on the proposal cover sheet.  If a proposal has been selected for negotiation, the Government will initiate negotiations through the notification.  

B. [bookmark: _Toc355608657][bookmark: _Toc375120093][bookmark: _Toc377393144]Administrative and National Policy Requirements

1. [bookmark: _Toc320786954][bookmark: _Toc322348727]Electronic and Information Technology  
All electronic and information technology acquired through this BAA must satisfy the accessibility requirements of Section 508 of the Rehabilitation Act (29 USC § 794d) and FAR 39.2.  Each project involving the creation or inclusion of electronic and information technology must ensure that:  (1) Federal employees with disabilities will have access to and use of information that is comparable to the access and use by Federal employees who are not individuals with disabilities; and (2) members of the public with disabilities seeking information or services from NCI will have access to and use of information and data that is comparable to the access and use of information and data by members of the public who are not individuals with disabilities.

2. [bookmark: _Toc320786955][bookmark: _Toc322348728]Employment Eligibility Verification 
Per FAR 22.1802, recipients of FAR-based procurement contracts must enroll as Federal contractors in E-verify and use the system to verify employment eligibility of all employees assigned to the award.  All resultant contracts from this BAA will include the clause at FAR 52.222-54, “Employment Eligibility Verification.”  E-verify can be accessed here:
http://www.uscis.gov/e-verify

3. [bookmark: _Toc322348735][bookmark: _Toc329683427][bookmark: _Toc339461261][bookmark: _Toc340060732][bookmark: _Toc351994939]System for Award Management (SAM) Registration and Universal Identifier Requirements
Unless the Offeror is exempt from this requirement, as per FAR 4.1102 or 2 CFR 25.110, as applicable, all Offerors must be registered in the SAM and have a valid DUNS number prior to submitting a proposal.  All Offerors must provide their DUNS number in each proposal they submit.  All Offerors must maintain an active SAM registration with current information at all times during which they have an active Federal award or proposal under consideration by NCI.  Information on SAM registration is available at http://www.sam.gov.  Note that new registrations can take an average of 7-10 business days to process in SAM. SAM registration requires the following information:

· DUNS number 
· TIN 
· CAGE Code.  If an Offeror does not already have a CAGE code, one will be assigned during SAM registration.
· Electronic Funds Transfer information (e.g., Offeror’s bank account number, routing number, and bank phone or fax number).

4. [bookmark: _Toc322348729][bookmark: _Toc320786956]Reporting Executive Compensation and First-Tier Subcontract Awards 
Per FAR 4.1403, FAR-based procurement contracts valued at $25,000 or more will include the clause at FAR 52.204-10, “Reporting Executive Compensation and First-Tier Subcontract Awards.”  

5. [bookmark: _Toc320786957][bookmark: _Toc322348730]Updates of Information Regarding Responsibility Matters 
Per FAR 9.104-7(c), all contracts valued at $500,000 or more, where the contractor has current active Federal contracts and grants with total value greater than $10,000,000, will include FAR clause 52.209-9, “Updates of Publicly Available Information Regarding Responsibility Matters.” 

6. [bookmark: _Toc322348732]Cost Accounting Standards (CAS) Notices and Certification  
Per FAR 52.230-2, any procurement contract in excess of $700,000 resulting from this BAA will be subject to the requirements of the Cost Accounting Standards Board (48 CFR 99), except those contracts which are exempt as specified in 48 CFR 9903.201-1.  Any Offeror who submits a proposal which, if accepted, will result in a CAS-compliant contract, must include a Disclosure Statement as required by 48 CFR 9903.202.  The disclosure forms may be found at http://www.whitehouse.gov/omb/procurement_casb.

C. [bookmark: _Toc355608658][bookmark: _Toc375120094][bookmark: _Toc377393145]Reporting

1. [bookmark: _Toc322348736][bookmark: _Toc329683428][bookmark: _Toc339461262][bookmark: _Toc340060733][bookmark: _Toc351994940]Representations and Certifications 
In accordance with FAR 4.1201, prospective Offerors shall complete electronic annual representations and certifications at http://www.sam.gov.

2. [bookmark: _Toc322348737][bookmark: _Toc329683429][bookmark: _Toc339461263][bookmark: _Toc340060734][bookmark: _Toc351994941]Invoicing  
Invoicing instructions will be described in any resultant contracts.  

3. [bookmark: _Toc322348738][bookmark: _Toc329683430][bookmark: _Toc339461264][bookmark: _Toc340060735][bookmark: _Toc351994942]i-Edison  
Award documents will contain a requirement for patent reports and notifications to be submitted electronically through the i-Edison Federal patent reporting system at http://s-edison.info.nih.gov/iEdison. 


[bookmark: _Toc355608660][bookmark: _Toc375120096][bookmark: _Toc377393146]OTHER INFORMATION

A. [bookmark: _Toc355608661][bookmark: _Toc375120097][bookmark: _Toc377393147]Frequently Asked Questions (FAQs)

All administrative, technical, and contractual questions related to this BAA should be sent via email with a subject line of “FAQ” to ncicloud@mail.nih.gov. All questions must include the name, email address, and the telephone number of a point of contact.  

NCI will attempt to answer questions in a timely manner; however, questions submitted within 7 days of closing may not be answered.  NCI anticipates posting FAQs, as applicable, to http://cbiit.nci.nih.gov/ncip/nci-cancer-genomics-cloud-pilots on a weekly basis.

B. [bookmark: _Toc375120098][bookmark: _Toc377393148]Pre-Proposal Conference

A Pre-Proposal Conference was held on January 06, 2014. Presentations provided at the Pre-Proposal Conference are available at: http://cbiit.nci.nih.gov/ncip/nci-cancer-genomics-cloud-pilots.  

C. [bookmark: P645_93262][bookmark: P649_94109][bookmark: P654_95382][bookmark: _Toc291767177][bookmark: _Toc355608664][bookmark: _Toc375120099][bookmark: _Toc377393149]Submission Checklist 

The following checklist should not replace an Offerors own assessment of their individual situation of what is required or must be accomplished.  This list may not be all inclusive.  The following items apply prior to proposal submission.  Note: some items may take up to 1 month to complete.  

	Item
	BAA Section
	Applicability
	Comment

	Obtain DUNS number
	VI.B.3.

	Required of all Offerors
	The DUNS Number is the Federal Government's contractor identification code for all procurement-related activities.  See http://fedgov.dnb.com/webform/index.jsp to request a DUNS number.  Note: requests may take at least one business day.  

	Obtain Taxpayer Identification Number (TIN)
	VI.B.3.

	Required of all Offerors
	A TIN is used by the Internal Revenue Service in the administration of tax laws. See http://www.irs.gov/businesses/small/international/article/0,,id=96696,00.html for information on requesting a TIN.  Note: requests may take from 1 business day to 1 month depending on the method (online, fax, mail).

	Register in the System for Award
Management (SAM)
	VI.B.3.

	Required of all Offerors
	The SAM combines Federal procurement systems and the Catalog of Federal Domestic Assistance into one system.  See www.sam.gov  for information and registration.  Note: new registrations can take an average of 7-10 business days. SAM registration requires the following information:
-DUNS number 
-TIN 
-CAGE Code.  A CAGE Code identifies companies doing or wishing to do business with the Federal Government.  If a Offeror does not already have a CAGE code, one will be assigned during SAM registration.
-Electronic Funds Transfer information (e.g., Offeror’s bank account number, routing number, and bank phone or fax number).

	Ensure representations and certifications are up to date 
	VI.C.1
	Required of all Offerors
	Federal provisions require entities to represent/certify to a variety of statements ranging from environmental rules compliance to entity size representation.  See http://www.sam.gov  for information.

	Ensure eligibility of all team members 
	VI.B.2.
	Required of all Offerors
	Verify eligibility, as applicable, for in accordance with requirements outlined in Section VI.
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